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Abstract: Compared to art 82(1) of the General Data Protection Regulation
(GDPR), which since 2018 grants data subjects a claim for damages resulting
from the infringement of European data protection law, private enforcement of
European competition law looks back on a much longer history. Thus, its con-
cepts and learnings may serve as a model for data protection law. However, any
potential transfer from one area to the other must be carefully weighed, as both
the factual circumstances and the underlying regulatory framework differ.
Against this background, this paper aims at identifying important similarities
and differences between the private enforcement of European competition and
data protection law. Amongst others, it reaches the conclusion that both fields
of law – although for different reasons – share a comparably high level of Euro-
peanisation and that the primary aims of private enforcement generally align. In
addition, potential for spill-over effects from the area of competition to data
protection law is identified, namely with regard to causation and the European
concept of undertaking.

I Introduction

As regards private enforcement, violations of arts 101 and 102 Treaty on the Func-
tioning of the European Union (TFEU) (formerly arts 85 and 86 European Econom-
ic Community Treaty, arts 81 and 82 Treaty Establishing the European Commu-
nity) are remedied in conjunction with the respectively applicable national law.1

In private antitrust litigation, the European competition rules can be used as a
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shield (by invoking the nullity of an anti-competitive agreement) or as a sword, ie
by claiming injunctive relief2 and/or damages before national courts.3 Similar
rules exist for violations of national provisions. This paper focuses on the use of
private claims as a sword to enforce European competition (antitrust) rules and
respective national provisions. Over the last years, there has been a sharp rise in
such actions across Europe.4 A recent study counted around 650 claims for da-
mages pending before German courts alone in 2019.5 Given that not all EU Mem-
ber States have to date implemented functioning systems of collective actions,
claims are often bundled by assignment and enforced collectively.

Likewise, claims for pecuniary and/or non-pecuniary damages resulting from
infringements of data protection law are on the rise.6 With the entry into applica-
tion of the General Data Protection Regulation (GDPR)7 on 25 May 2018, the risk
for data controllers and processors to be sued under tort law by data subjects has
increased considerably. Essentially, this development is due to the inclusion of
art 82 GDPR into the universally applicable EU regulation, granting a right to
compensation to ‘[a]ny person who has suffered material or non-material damage
as a result of an infringement of this Regulation’ (art 82(1) GDPR).8 The trend to
private enforcement of data protection law is further fuelled by an increasing
number of media reports, drawing the attention of a broader public to potential

2 The importance of injunctive relief with regard to certain competition law infringements is un-
derscored by R Podszun, Private Enforcement and Gatekeeper Regulation: Strengthening the
Rights of PrivateParties in theDigitalMarketsAct, Journal of EuropeanCompetitionLaw&Practice
(JECLAP) forthcoming.
3 On the shield/sword divide, see A Komninos, EC Private Antitrust Enforcement: Decentralised
Application of EC Competition Law by National Courts (2008) 3.
4 See J-F Laborde, Cartel damages actions in Europe: How courts have assessed cartel over-
charges, Concurrences N° 4–2019, Art. N° 92227; J-F Laborde, Kartellschadensersatzklagen in
Europa:Wie Gerichte kartellbedingte Preisaufschläge beurteilt haben – Teil 1, Neue Zeitschrift für
Kartellrecht (NZKart) 2021, 9, 11.
5 L Rengier, CartelDamagesActions inGermanCourts:What the Statistics TellUs, 11 JECLAP2020,
72.
6 A non-exhaustive overview of relevant cases from different European jurisdictions is provided
at <https://gdprhub.eu/index.php?title=Category:Article_82_GDPR>; for Germany, see S Korch,
Schadensersatz für Datenschutzverstöße, Neue Juristische Wochenschrift (NJW) 2021, 978, 979 f;
for the Netherlands and Austria, see B Paal/C Aliprandi, Immaterieller Schadensersatz bei Da-
tenschutzverstößen, Zeitschrift für Datenschutz (ZD) 2021, 241, 244 f.
7 Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the
protection of natural persons with regard to the processing of personal data and on the free move-
ment of such data, and repealing Directive 95/46/EC (General Data Protection Regulation) [2016]
Official Journal of the European Union (OJ) L 119/1.
8 For a historical overview on the development of private enforcement of data protection law, see
below Section II.B.1.
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data protection breaches9 and giving inventive and agile legal service providers
the chance to compete for clients.10

In the light of progressing digitalisation, legal and factual developments sug-
gest that data controllers and processors will be confronted with even more
claims for damages in the future, including via mass proceedings. While at pre-
sent assignment solutions comparable to those employed in competition law are
still favoured to bundle the enforcement of similar claims,11 the transposition of
Directive (EU) 2020/1828 on consumer representative actions (Directive 2020/
1828)12 will require the introduction of national tools allowing for mass litigation
also in the field of data protection law (cf Annex I (56) Directive 2020/1828) by the
end of 2022. Notably, the remedies available to the designated qualified entities
(art 3(4) Directive 2020/1828) include the right to damages (art 9(1) Directive
2020/1828) and must benefit the data subjects without a separate individual ac-
tion (art 9(6) Directive 2020/1828). In the coming years, private enforcement will
thus increasingly complement the traditional public enforcement of data protec-
tion law, adding ever more weight to the need for thorough compliance.13

Against this background, this paper aims to identify similarities and differ-
ences between the private enforcement of European competition and data protec-
tion law. In doing so, one needs to bear in mind that the enforcement of EU com-
petition law through private actions for injunctions and damages received an im-
portant boost by the Court of Justice of the European Union’s (CJEU) Courage
ruling handed down in 2001,14 while private enforcement of data protection law
is still a comparatively young phenomenon that has only gained considerable
traction in the last years. Thus, based on a brief overview of the respective frame-
works (II), this article shall not stop at shedding light on parallels already existing
to date (III). It shall also identify areas in which private enforcement of data pro-

9 For recent examples cf <https://globeecho.com/news/europe/germany/massive-data-leak-
user-data-online-for-years/>; <https://www.businessinsider.com/stolen-data-of-533-million-face
book-users-leaked-online-2021-4>.
10 <https://www.computerbild.de/artikel/cb-News-Sicherheit-Datenleck-Otto-Kaufland-Anwael
te-raten-Schadenersatzklage-31744233.html/>; <https://www.kleinfee.com/facebook-datenleck/
#formular>.
11 Cf <https://www.kleinfee.com/facebook-datenleck/#formular>.
12 Directive (EU) 2020/1828of theEuropeanParliamentandof theCouncil of 25 November2020on
representative actions for the protection of the collective interests of consumers and repealing Di-
rective 2009/22/EC [2020] OJ L 409/1.
13 T Wybitul/D Haß/JP Albrecht, Abwehr von Schadensersatzansprüchen nach der Datenschutz-
Grundverordnung, NJW 2018, 113, 117.
14 CJEU 20.9.2001, C-453/99, Courage v Crehan, ECLI:EU:C:2001:465.
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tection law may in the future benefit from insights and experiences drawn from
competition law (IV) before summarising the results (V).

II The framework of private enforcement

A Competition law

1 Historical development

While private enforcement of competition law as such is not a particularly new
phenomenon for most European jurisdictions,15 claims for damages against hori-
zontal cartels only gained traction after the CJEU’s 2001 Courage judgment.16 At
the same time, this judgment was the starting point of the very strong Europeani-
sation of antitrust litigation, a process that is still ongoing.

After the foundation of the European Economic Community (EEC), the Eur-
opean Commission focused first on the establishment of a functioning system of
public enforcement. An early attempt by the European Commission in the 1960s
to harmonise national provisions on private enforcement at least to some degree
faced strong opposition by the (then) EEC’s Member States and ultimately failed.17

In the following decades, private enforcement was not on the Commission’s agen-
da. The discussion revived at the end of the 1990s as part of the discussion on the
modernisation of the European competition law enforcement system. The White
Paper on Modernisation of 1999 contained a reference to US law,18 which had al-
ways regarded private actions for damages an important mechanism of competi-
tion law enforcement.19 The decisive stimulus for the strengthening of private en-

15 For Germany, see P v Dietze/E Brödermann, Germany, in: AA Foer/JW Cuneo (eds), The Inter-
national Handbook on Private Enforcement of Competition Law (2010) 330; J-U Franck, Private En-
forcement inGermany, in: F Wollenschläger/W Wurmnest/TMJMöllers (eds), Private Enforcement
ofEuropeanCompetitionandStateAidLaw:CurrentChallengesand theWayForward (2020) 77, 78.
16 C-453/99 Courage.
17 CA Jones, Private Enforcement of Antitrust Law in the EU, UK and USA (1999) 33 fn 67;
W Wurmnest, Schadensersatz wegen Verletzung des EU-Kartellrechts. Grundfragen und Entwick-
lungslinien, in: O Remien (ed), Schadensersatz im europäischen Privat- und Wirtschaftsrecht
(2012) 27, 34.
18 EU Commission, White Paper on Modernisation of the Rules Implementing Articles 85 and 86
of the EC Treaty [1999] OJ C 132/1.
19 See J Basedow,Whowill Protect Competition in Europe? Fromcentral enforcement to authority
networks and private litigation, 2 The European Business Organization Law Review (EBOR) 2001,
443, 463 and 466.
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forcement was provided by the CJEU when it held in Courage that ‘actions for
damages before the national courts can make a significant contribution to the
maintenance of effective competition in the [European] Community’ and that ‘any
individual’must hence be able to claim damages for loss caused by anti-competi-
tive conduct.20

In the aftermath of the Courage judgment, several European legislatures
amended their national competition acts to foster the private enforcement of com-
petition law.21 In addition, the Commission proposed the so-called Damages Di-
rective, which, after a long discussion, was adopted in 2014 (Directive 2014/104).22

This Directive harmonised key features of private enforcement actions such as the
disclosure of evidence (arts 5–8 Damages Directive), the binding effect of national
authorities’ enforcement decisions for private follow-on claims (art 9 Damages
Directive), limitation periods (art 10 Damages Directive), joint and several liability
(art 11 Damages Directive), the passing-on defence (arts 12–14 Damages Directive)
as well as the rebuttable presumption that cartels cause harm (art 16 Damages
Directive).

Moreover, the CJEU has strengthened the private enforcement of the Euro-
pean competition rules in many rulings handed down since Courage.23

2 Main body of rules

The legal prohibitions to ensure unfettered competition on the internal market are
laid down in arts 101 and 102 TFEU. Article 101(1) TFEU, the provision on the gen-
eral prohibition of cartels, forbids (horizontal and vertical) agreements and con-
certed practices between undertakings or decisions by associations of undertak-
ings which have as their object or effect a restriction or distortion of competition
on the respective market and thereby potentially affecting trade between Member
States. If not exempted under art 101(3) TFEU, such agreements or decisions are
declared null and void by art 101(2) TFEU. The prohibition of abusing an under-

20 C-453/99 Courage, para 26 f.
21 See the reportsofR Amaro (France),E Camilleri (Italy), J-U Franck (Germany),R Meijer/E-J Zip-
pro (The Netherlands) and F Wagner-von Papp (United Kingdom), in: F Wollenschläger/W Wurm-
nest/TMJ Möllers (eds), Private Enforcement of European Competition and State Aid Law: Current
Challenges and theWay Forward (2020) 55 ff.
22 Directive 2014/104/EU of the European Parliament and of the Council of 26 November 2014 on
certain rules governing actions for damages under national law for infringements of the competi-
tion law provisions of theMember States and of the European Union [2014] OJ L 349/1.
23 Cf below Section III.C.
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taking’s dominant position within the internal market or in a substantial part
thereof (art 102 TFEU) complements the traditional set of EU antitrust rules. While
by definition there cannot be an exemption from art 102 TFEU, the relevant con-
duct must, however, result from the undertaking’s autonomous initiative, thereby
excluding any conduct instigated by public authorities.24

In turn, private enforcement itself rests on (national) tort and procedural law,
which is increasingly being amended by European law, including the Damages
Directive. As from the perspective of EU competition law domestic tort law essen-
tially serves as an instrument for the enforcement of European prohibitions, its
concepts must be interpreted in accordance with the principles of effectiveness
and equivalence.25 In the eyes of the CJEU, the full effectiveness of arts 101 and
102 TFEU is, for example, endangered by national concepts of causation requiring
a ‘direct’ link between the infringement of competition law and the damage,
thereby depriving victims of umbrella prices from claiming damages.26 Besides
these general principles of enforcement, the CJEU has directly derived certain re-
quirements for damages actions from art 101 TFEU. For example, the Court held in
Courage that every individual harmed by anti-competitive conduct must be en-
titled to claim damages.27

One instrument linking public and private enforcement of European competi-
tion law is the binding effect attributed to both the European Commission’s (art 16
(1) Regulation No 1/200328) and the national authorities’ (art 9(1) Damages Direc-
tive) final decisions on anti-competitive behaviour for potential follow-on da-
mages claims. According to these rules, national (civil) courts cannot deviate from
the substantive findings of the authorities’ decisions as confirmed by the review-
ing (administrative) courts when rendering a judgment on damages for the very
same anti-competitive conduct. An exception is made for decisions of foreign EU
Member States’ competition authorities which, according to art 9(2) Damages Di-
rective, may only have the effect of prima facie evidence for the infringement of
competition law before the (civil) courts of another Member State. However, Mem-
ber States may and some even have29 transposed art 9(2) Damages Directive ex-
cessively to also provide for a binding effect of foreign competition authorities’

24 CJEU14.10.2010, C-280/08P,DeutscheTelekomAGvEuropeanComission, ECLI:EU:C:2010:603,
para 285.
25 CJEU 5.6.2014, C-557/12,Kone v ÖBB-Infrastruktur, ECLI:EU:C:2014:1317, para 24.
26 C-557/12 Kone, para 33.
27 C-453/99 Courage, para 26.
28 Council Regulation (EC) No 1/2003 of 16 December 2002 on the implementation of the rules on
competition laid down in Articles 81 and 82 of the Treaty [2003] OJ L 1/1.
29 Cf § 33b GWB.
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decisions as far as they concern the application of domestic law, ie the law of the
court that is bound by the decision.

B Data protection law

1 Historical development

The common European history of private enforcement of data protection law had
its origin in art 23 of the Data Protection Directive (DPD),30 which, in its para-
graph 1, obliged the Member States to provide for a claim for damages against the
data controller for any person who had ‘suffered damage as a result of an unlaw-
ful processing operation or of any act incompatible with the national provisions
adopted pursuant to this Directive’. However, the European legislature left some
crucial questions open, such as the inclusion of non-pecuniary losses,31 the liabi-
lity of processors and rules on a potential majority of debtors. As a result, art 23
DPD was transposed into national law very inconsistently and only had limited
practical relevance,32 notably with regard to compensation of pecuniary damage,
such as disadvantages in concluding contracts and loss of profit.

Hence, the actual ‘Courage moment’ for the private enforcement of European
data protection law was the entry into force of the universally applicable
art 82 GDPR.33 After some initially unresolved issues, such as the question of
which bodies may award damages under art 82 GDPR,34 have at least been clari-
fied in part by higher national courts, the private enforcement of European data
protection law recently gained further traction. Recent case law suggests a rela-
tively broad understanding of what constitutes compensable (non-pecuniary) da-

30 Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995 on the
protection of individuals with regard to the processing of personal data and on the free movement
of such data [1995] OJ L 281/31.
31 As a consequence, several Member States, including Germany, did not grant damages for non-
pecuniary loss caused by violations of (mere) data protection law by private parties.
32 P Nemitz in: E Ehmann/M Selmayr (eds), Datenschutz-Grundverordnung (2nd edn 2018) art 82
para 2; F Moos/J Schefzig in: J Taeger/D Gabel (eds), DSGVO–BDSG– TTDSG (4th edn 2022) art 82
para 6; S Quaas in: HA Wolff/S Brink (eds), BeckOK Datenschutzrecht (39th edn 1.11.2021) art 82
para 2.
33 On 25 May 2018, see above Section I, fn 7. On the conditions for a claim under art 82 GDPR, see
below Section II.B.2.
34 Raad van State 2.2.2022, 202004314/1/A3, ECLI:NL:RVS:2022:319 – Yards Deurwaardersdien-
sten (Dutch administrative courts are competent to decide on such claims up to an amount of
€ 25,000).
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mage, ranging from discrimination, identity theft and fraud,35 damage to reputa-
tion,36 loss of control over personal data37 to mere fear and insecurity. With regard
to the amounts due, courts generally agree that the compensation should be com-
prehensive and effective (cf recital 146(6) GDPR).38 Additionally, some courts rely
on the necessity of a dissuasive effect of the compensation.39 On this basis, com-
pensation amounts up to € 5,000 per claim have been granted so far for non-
pecuniary loss linked to sensitive personal data.40

Notwithstanding these emerging lines of case law, core questions of the con-
struction of art 82 GDPR remain unresolved. For example, it remains unclear
whether damages can be due merely because data protection law has been vio-
lated or whether, beyond this violation, actual damage must be ascertained. Si-
milarly, the question arises as to how, and on the basis of which criteria, the
amount of damages due ought to be assessed. To clarify these issues of European
law, national courts have initiated preliminary reference proceedings.41 As more
questions will arise, the CJEU will only be able to deliver the necessary answers
over time, step by step. If, however, the CJEU were to confirm the broad under-
standing adopted by many national courts –which in light of its traditionally firm
objective to effectively protect personal data42 does not seem unlikely – the clar-
ifying case law has the potential to set off a wave of further (mass) claims for
damages for data protection law infringements, particularly if the forthcoming
implementation of Directive (EU) 2020/1828 on consumer representative actions
is taken into account.

35 LGMünchen I 9.12.2021, 31 O 16606/20, Bank- und Kapitalmarktrecht (BKR) 2022, 131.
36 LG Hannover 14.2.2022, 13 O 129/21, <https://openjur.de/u/2387244.ppdf> – Auskunftei.
37 LGMünchen I 20.1.2022, 3O 17493/20, Beck onlineRechtsprechung (BeckRS) 2022, 612–Google
Fonts; Amtsgericht (AG) Pfaffenhofen 9.9.2021, 2 C 133/21, Zeitschrift für IT-Recht und Recht der
Digitalisierung (MMR) 2021, 1005.
38 Oberlandesgericht (OLG) Dresden 30.11.2021, 4 U 1158/21, ZD 2022, 159, para 12; Landesarbeits-
gericht (LAG) Niedersachsen 22.10.2021, 16 Sa 761/20, ZD 2022, 61.
39 LGMünchen, BeckRS 2022, 612; OLG Dresden, ZD 2022, 159, para 24.
40 OLG Dresden, ZD 2022, 159, para 12 (on the processing of a data subject’s criminal record by
associations), referring toCJEU17.12.2015,C-407/14,ArjonaCamachovSecuritasSeguridadEspaña,
ECLI:EU:C:2015:831, para 44; Arbeitsgericht (ArbG) Düsseldorf 5.3.2020, 9 Ca 6557/18, ZD 2020,
649, para 76 ff.
41 See Oberster Gerichtshof (OGH) 15.4.2021, 6Ob35/21x, ECLI:AT:OGH0002:2021:RS0133575;
Bundesarbeitsgericht (BAG) 26.8.2021, 8 AUR 253/20 (A), ZD 2022, 56; LG Saarbrücken 22.11. 2021,
5 O 151/19, ZD 2022, 162.
42 Cf CJEU 13.5.2014, C-131/12, Google Spain v Agencia Española de Protección de Datos (AEPD),
ECLI:EU:C:2014:317; CJEU 6.10.2015, C-362/14, Schrems I v Data Protection Commissioner, ECLI:
EU:C:2015:650; CJEU 16.7.2020, C-311/18, Schrems II v Data Protection Commissioner, ECLI:EU:
C:2020:559.
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2 Main body of rules

Data controllers (art 4(7) GDPR) and processors (art 4(8) GDPR) are liable under
art 82 GDPR for pecuniary and non-pecuniary losses caused by infringements of
the GDPR, unless they can prove to be in no way responsible for the event giving
rise to the damage (art 82(3) GDPR). This reversal of the burden of proof signifi-
cantly upvalues the various formal obligations as well as the GDPR’s general prin-
ciple of accountability (cf arts 5(2), 24 GDPR),43 thereby mitigating the claimant’s
usual lack of information regarding internal procedures of the defendant. In con-
trast to the DPD, the GDPR explicitly extends liability to data processors, who, if
involved in the same processing operation as other controllers or processors, are
jointly and severally liable for the entire damage vis-à-vis the data subject (art 82
(4) GDPR, see also recital 146(7)–(8) GDPR). However, while according to art 82(2)
GDPR, processors are only liable for infringements of rules specifically directed to
them, controllers are liable for any processing that violates the GDPR, regardless
of how minor, as long as it caused the damage.44 As this extends to both substan-
tive requirements and formal provisions, art 82 GDPR envisages comprehensive
indemnification of the data subject.

The aims of art 82 GDPR are further specified in recital 146 GDPR, stating in its
third sentence that ‘the concept of damage should be broadly interpreted ... in a
manner which fully reflects the objectives of [the GDPR]’. As these objectives es-
sentially amount to ensuring a high level of data protection while allowing for the
free movement of personal data within the internal market (art 1, recitals 1, 2 and
4 GDPR), it can indeed be assumed that the European legislature envisaged a
strengthening of data subjects’ rights vis-à-vis the oftentimes powerful control-
lers. Furthermore, according to sentence 5 of recital 146 GDPR, ‘processing that
infringes [the GDPR]’ in the sense of art 82 GDPR is supposed to encompass viola-
tions of Member States’ adaptation laws enacted within the so-called ‘opening
clauses’ of the Regulation (cf, for example, arts 6(2), 8(1), 9(4), 23(1), 85 and 88
GDPR).45 Due to the potentially broad scope and uncertain applicability of Mem-
ber States’ adaptation law under the GDPR, data controllers and processors may

43 M Bergt in: J Kühling/B Buchner (eds), DS-GVO BDSG (3rd edn 2020) art 82 para 1.
44 For a possible interpretation of the requirement of causation, see below Section IV.A.
45 Formoredetails, see J Chen, How the best-laidplans go awry: the unsolved issues of applicable
law in theGeneral Data ProtectionRegulation, 6 International Data Privacy Law (IDPL) 2016, 310 ff;
M Gömann, Grenzüberschreitende (Online‑)Datenverarbeitungen im Europäischen Binnenmarkt
unter Geltung der Datenschutz-Grundverordnung, Europäische Zeitschrift für Wirtschaftsrecht
(EuZW) 2018, 680, 684 ff.
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thus be confronted with totally unforeseen damages claims under national data
protection law.

III Comparing apples with oranges?

Traditionally, competition and data protection law are very distinct bodies of law
with few points of contact. This raises the question of whether a comparison of the
respective structures of private enforcement is a fruitless endeavour, akin to com-
paring apples with oranges.46 A closer look at the two systems of private enforce-
ment, however, reveals that some similarities but also significant differences can
be detected when looking at the objectives of data protection and competition law
(A), the relationship between private and public enforcement (B), the level of
Europeanisation (C) and issues relating to the damage caused (D).

A General aims of enforcement

1 Effective enforcement and full compensation

In both areas of law, the rules on private enforcement ought to enhance the effec-
tiveness of the respective prohibitions by disclosing and pursuing illegal conduct
potentially undisclosed or unpursued by public enforcement, while at the same
time compensating the victims thereof.

In essence, the continuous strengthening of the private enforcement of Euro-
pean competition law by both the legislature and the CJEU aims to ensure a more
comprehensive enforcement. Since public enforcers cannot take up all cases due
to limited resources, private plaintiffs may help to detect and prevent further anti-
competitive conduct, thereby protecting competition on the respective market be-
yond their individual case. Moreover, public enforcers may stop anti-competitive
behaviour and disgorge unlawfully gained profits, but cannot ensure their distri-
bution among the victims of the anti-competitive conduct. Thus, private enforce-
ment makes a ‘significant contribution to the maintenance of effective competi-
tion in the [European] Community’, as the CJEU has put it.47 The Damages Direc-
tive, however, focuses more on full compensation (cf arts 1(1) and 3(1) Damages

46 See, on the apples/oranges issue,F Faust, Comparative LawandEconomicAnalysis of Law, in:
M Reimann/R Zimmermann (eds), The Oxford Handbook of Comparative Law (2nd edn 2019) 826,
827 (on the comparison of different legal disciplines).
47 C-453/99 Courage, para 26 f.
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Directive), without scaling back the CJEU’s approach significantly, though. To
date, most actions for damages in the area of competition law are, however, fol-
low-on actions, brought after public enforcers have detected and sanctioned anti-
competitive conduct, namely horizontal cartels violating art 101 TFEU. With re-
gard to violations of art 102 TFEU, stand-alone actions for injunctive relief remain
an important tool to address illicit behaviour concealed from, or of lesser priority
to, the competent authorities.48

Similarly, in the area of data protection law, private enforcement is seen as a
tool to strengthen the overall enforcement, rendering the data protection rules
more effective.49 Private plaintiffs may step in to claim both injunctions (art 79(2)
GDPR) and damages (art 82 GDPR) if an authority is not capable or willing to stop
illicit conduct. In data protection law, the ratio between follow-on/stand-alone
actions is, however, different than in competition law. To date, it seems that most
actions for damages are stand-alone actions against perceived violations of data
protection law, while actions following on from public enforcement decisions are
still filed only rarely, if at all.

2 No punitive effect

In both areas of the law, strengthening enforcement through private claims does,
however, not amount to an award of punitive damages, ie supra-compensatory
damages with the aim of penalising the defendant.

With regard to competition law, the CJEU held inManfredi that, as a matter of
EU law, such damages must not be awarded.50 In addition, the Damages Directive
also excludes ‘overcompensation, whether by means of punitive, multiple or
other types of damages’ (art 3(3) Damages Directive).

Likewise, in the area of data protection law, it is widely accepted (at least in
Austria and Germany) that the award of damages shall not have a punitive ef-

48 See LGMünchen I 12.5.2021, 37 O 32/21, NZKart 2021, 370 –Amazon Kontosperrung II; LG Berlin
8.4.2021, 16 O 73/21 Kart, NZKart 2021, 463 – Immoscout; LG München I 10.2.2021, 37 O 15721/20,
NZKart 2021, 193 – Kooperation Bundesgesundheitsministerium/Google.
49 F Boehm in: S Simitis/G Hornung/I Spiecker gen. Döhmann (eds), NomosKommentar Daten-
schutzrecht (2019) art 82 para 14; Ehmann/Selmayr/Nemitz (fn 32) art 82 para 2 f; BeckOK Daten-
schutzrecht/Quaas (fn 32) art 82 para 1 f.
50 CJEU 13.7.2006, C-295/04,Manfredi v Lloyd Adriatico Assicurazioni, [2006] European Court Re-
ports (ECR) I-6619, para 92 ff. Only if under domestic law such damages would be awarded for vio-
lations of national competition lawwould they also have to be awarded for violations of European
competition law according to the European principle of equivalence.
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fect.51 This is because considerable administrative fines of up to 4 % of the total
worldwide annual turnover of a data controller or processor as well as criminal
penalties can already be imposed under arts 83 and 84 GDPR by public enforcers.
However, German courts have acknowledged that damages awarded for non-
pecuniary losses must still be high enough to strengthen the deterrent effect of
the law (cf recital 146(3) GDPR) in light of the European principle of effective-
ness.52

In a comparable manner, banning punitive damages from European competi-
tion law does not mean that every form of supra-compensatory damages must be
avoided when assessing the amount of compensation due. The textbook example
for this finding is a claim against a cartel of rail producers, which charged supra-
competitive prices for rails supplied to train service providers. Although the train
service providers increased the ticket prices for consumers as a consequence, it
does not make sense to accept such a ‘passing-on defence’ with regard to the
victim’s claim. This is because the overcharge is passed on to very many consu-
mers, so that each of these indirect purchasers would only have a very small claim
for damages (the price increase of the ticket(s) bought), which would also be dif-
ficult to quantify as price increases often reflect different factors. Against this
background, it is very unlikely, on the one hand, that indirect purchasers will sue
the cartel for damages. On the other hand, if the cartel members were released
from liability vis-à-vis the direct purchasers for the overcharges that were passed
on to the indirect purchasers, the cartel could keep parts of the unlawful gains,
thereby achieving an unjustified advantage. Based on the law in force prior to the
transposition of the Damages Directive, the Bundesgerichtshof (BGH) has there-
fore not accepted the passing-on defence with regard to the alleged price in-
creases of the train service providers.53 Such a solution would also make sense
under the regime of the Damages Directive, as it ensures full effectiveness of
art 101 TFEU.

51 OGH, ECLI:AT:OGH0002:2021:RS0133575, para 25 f; OLG Dresden, ZD 2022, 159, para 12.
52 OLG Dresden, ZD 2022, 159, para 12: “Nach Erwägungsgrund Nr. 146 DS-GVO soll der Begriff
des Schadens im Lichte der Rspr. des EuGH weit und auf eine Art und Weise ausgelegt werden,
ʻdie den Zielen dieser Verordnung in vollem Umfang entsprichtʼ. Nach dem Effektivitätsprinzip
(effet utile) ist insoweit – entgegen der Auffassung der Bekl. – auch eine abschreckende Sanktion
nicht ausgeschlossen ... . Dies bedeutet aber nicht, dass die Geldentschädigung zwingend ‚Straf-
charakter‘ habenmuss, sondern die Höhe des Anspruchs muss auf der Basis des Effektivitätsprin-
zips eine abschreckendeWirkung haben.” (reference omitted).
53 BGH 23.9. 2020, KZR 4/19, NZKart 2021, 44, para 58 ff – Schienenkartell V.
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B Relationship between public and private enforcement

Parallels between European data protection and competition law can also be
noted with regard to the relationship between private and public enforcement as,
in both areas of law, the mix of administrative measures and private claims aims
to achieve an effective enforcement of the law.54

In competition law, the optimal relationship between public and private en-
forcement was – and in part still is – subject to intensive debate. The famous
statement in the Courage ruling that private actions can ‘make a significant con-
tribution to the maintenance of effective competition in the Community’55 was
certainly inspired by the US model of antitrust enforcement. Competition autho-
rities feared, however, that private enforcement would hamper public enforce-
ment, especially with regard to the leniency system, which is considered the back-
bone of cartel detection. The Damages Directive was therefore carefully designed
in a manner to safeguard leniency programmes, protecting leniency applicants
from an overly broad liability vis-à-vis private plaintiffs. On the other hand, the
Directive, as well as national measures, ensure that private plaintiffs can benefit
from the work of public enforcers. The Damages Directive therefore synchronises
private and public enforcement, for example through the binding effect of autho-
rities’ decisions (art 9 Damages Directive)56 or the suspension of private limitation
periods for the duration of public investigations (art 10(4) Damages Directive).
Moreover, public enforcers can assist private plaintiffs by spreading key informa-
tion about anti-competitive practices pursued by the authorities.57

Similarly, public enforcement by the competent national authorities remains
the enforcers’ sharpest blade in the area of European data protection law (cf
arts 58, 83 and 84 GDPR). Private enforcement is however, supposed to comple-
ment the efforts of the authorities, both by disclosing further anti-competitive
practices or data protection law violations that might otherwise remain unpur-
sued due to the authorities’ lack of resources or prioritisation. The synchronisa-
tion of public and private enforcement is, however, much less advanced than in
European competition law. For the time being, there is no elaborated leniency

54 B Kreße in: G Sydow (ed), Europäische Datenschutzgrundverordnung (2nd edn 2018) art 82
para 1; Ehmann/Selmayr/Nemitz (fn 32) art 82 para 1.
55 C-453/99 Courage, para 27.
56 See above Section II.A.2, text to fn 28–29.
57 Formore details on possible assistance by competition authorities, seeW Wurmnest, Competi-
tion Authorities and the Private Enforcement Process, in: S Gómez Trinidad/W Wurmnest (eds),
Práctica judicial ante las reclamaciones de daños por infracciones de Derecho de la Competencia
(2021) 43, 47 ff.
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programme in place which would exempt wrongdoers from fines (or reduce their
fines considerably) if they disclose infringements of the GDPR to an authority.58

Unlike in EU competition law, the GDPR does also not (yet) provide for a
binding effect of final decisions by authorities for subsequent follow-on claims of
private parties. As a consequence, courts deciding on damages claims may devi-
ate from the findings of a final decision taken by either the respective national or a
foreign supervisory authority on the very same alleged infringement of data pro-
tection law. It seems worth considering whether the introduction of a binding
effect modelled on the example of European competition law might de lege feren-
da be a viable option to strengthen the synergies between the two strands of data
protection law enforcement. The fact that, for the public strand, the GDPR puts in
place a particularly complex system of attribution of competence to the respective
supervision authorities (art 55 f GDPR) to avoid conflicting final decisions59 argues
in favour of such a binding effect. In its absence, this regulatory objective is un-
dermined to some extent by the fact that the private strand of enforcement under
art 82 GDPR remains largely unaffected by the results of the administrative proce-
dure conducted by the competent authorities.60

However, private claimants can still profit in a more limited way from the
fruits of public enforcement endeavours by relying on the (factual) results of the
administrative investigation for their follow-on claim under art 82 GDPR. When-
ever such investigations are not conducted ex officio, potential claimants can, as a
first step, lodge a complaint against a certain controller or processor with a super-
visory authority under art 77(1) GDPR. As art 78(1)–(2) GDPR grants the complai-
nant the right to an effective judicial remedy against a supervisory authority’s
negative decision or inaction, a justified complaint under art 77(1) GDPR may, in
principle, not end up unsuccessful. Once the decision on remedies according to
arts 58, 83 and 84 GDPR is final, the potential claimants can exercise their rights
to information under art 15 GDPR, enabling them to gain access to the results of
the administrative decision.61 Furthermore, information gathered in accordance
with the far-reaching documentation obligations flowing from the principle of ac-

58 Such an act could andwould however already be taken into account by data protection autho-
rities when deciding whether to impose an administrative fine and on its amount, see art 83(2)
GDPR.
59 Yet, due to residual parallel competences for supervisory authorities arising under arts 3(2), 55
(1) GDPR, this aim is only partly achieved. For more details, see M Gömann, Das öffentlich-
rechtliche Binnenkollisionsrecht der DS-GVO (2021) 139 ff, 235 ff, 618 ff, 709 ff.
60 What is more, the risk of conflicting decisions is further aggravated in the case of cross-border
processing operations as defined by art 4(23) GDPR, seeGömann (fn 59) 28, 623 ff.
61 MJR Kremer/J Conrady/A Penners, DataPrivacyLitigation–Prozessuale Implikationendesda-
tenschutzrechtlichen Schadensersatzanspruchs nachArt. 82DS-GVO, ZD 2021, 128, 133. For a com-
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countability (arts 5(2), 24 GDPR)62 may also be subject to disclosure. Hence, pub-
lic and private enforcement are not totally isolated in the realm of data protection
law either.

To date, there is, however, no suspension of limitation periods for private
claims in the GDPR for the time that an authority investigates the very same in-
fringement as laid down in art 10(4) Damages Directive. Quite the contrary, issues
relating to the limitation of claims under art 82 GDPR seem to remain a matter of
national law for the time being.63 As the example of European competition law
shows, further harmonisation in this regard could strengthen the private enforce-
ment of European data protection law considerably.

C Level of ‘Europeanisation’

In both areas of law, although some differences remain in the detail, claims for
damages (and injunctive relief) are to a great extent ‘Europeanised’.

With regard to substantive competition law, it can be noted that national leg-
islators started to align their national competition law provisions with EU law at a
very early stage. Some Member States did not have a modern, comprehensive set
of competition rules at all, so that, when introducing such rules, they took the
European rules as points of reference. Even countries with stronger competition
law traditions such as Germany had to align their rules with the same objectives
as arts 101 and 102 TFEU to a large extent after the adoption of Regulation No 1/
2003, given that the application of national competition law may not lead to the
prohibition of agreements which may affect trade between Member States but do
not restrict competition within the meaning of art 101(1) TFEU or are exempted
under art 101(3) TFEU. It is only below the threshold of dominance established by
art 102 TFEU that national competition rules retain an independent significance
(art 3(2) Regulation No 1/2003).

A strong Europeanisation can also be observed with regard to the tort law
‘shell’ of private enforcement. As a starting point, the legal basis (Anspruchs-
grundlage) as well as the different prerequisites of claims for damages or injunc-
tions are in principle (still) governed by the applicable national law.64 However,

parable access to files request with regard to violations of competition law, cf BGH 14.7.2015, KVR
55/14, NJW 2015, 3648 –HEAG Südhessische Energie AG.
62 See above Section II.B.2.
63 For themodifying potential of EU law, see, however, below under Section IV.A (on causation).
64 Yet, some argue that the right to claim competition law damages is – in a similar fashion to the
so-called Francovich liability for breaches of EU law– a claim entirely based in EU law, so that even
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as these conditions have to comport with the European principles of effectiveness
and equivalence, there is a strong tendency towards Europeanisation through
case law. In Manfredi, for example, the CJEU held that victims of competition law
violations ‘must be able to seek compensation not only for actual loss (damnum
emergens) but also for loss of profit (lucrum cessans) plus interest’.65 Today, this
form of compensation is mirrored in art 3 Damages Directive.

In addition, the CJEU has derived certain findings directly from arts 101 and
102 TFEU, thereby pushing the level of Europeanisation to a much more elabo-
rated level. Since its Courage judgment, in which the CJEU reminded national
courts and legislatures that, under EU law, ‘any individual’ must be entitled to
claim damages for loss caused to them by anti-competitive conduct,66 the Court
has constantly adapted national concepts of tort law to render the enforcement of
competition law more effective. Relying on the effectiveness of art 101 TFEU, the
CJEU held that EU law determines the person(s) liable for damages (Skanska, Su-
mal).67 Moreover, EU law at least partly shapes the specific scope of the causation
requirement, although the precise reach of the European grip on causation is not
settled yet.68 In any case, the CJEU held that victims of cartels can also claim dam-
ages for losses caused by umbrella prices (Kone)69 as well as losses occurring in
markets other than the market targeted by the cartel (Otis).70 In addition, the Dam-
ages Directive now (for its major part fully) harmonises further criteria of civil
liability for competition law violations such as the limitation period (art 10 Dam-
ages Directive), joint and several liability (art 11 Damages Directive) and the pas-
sing-on doctrine (art 12 ff Damages Directive).71

the prerequisites for that claim are entirely governed by EU law, see C Nowak, Anmerkung zu
EuGH Rs C-453/99, EuZW 2001, 717, 718; G Mäsch, Private Ansprüche bei Verstößen gegen das
europäische Kartellverbot – ‘Courage’ und die Folgen, Europarecht (EuR) 2003, 825, 842. Most
scholars would, however, reject this view given that the CJEU has so far only partly streamlined
national tort law doctrines, see J-U Franck, Marktordnung durch Haftung: Legitimation, Reich-
weite und Steuerung der Haftung auf Schadensersatz zur Durchsetzung marktordnenden Rechts
(2016) 620–624;W Wurmnest, Liability of ‘undertakings’ in actions for damages for breach of Arti-
cles 101, 102 TFEU, 57 CommonMarket Law Review (CMLRev) 2020, 915, 925.
65 C-295/04Manfredi, para 95.
66 C-453/99 Courage, para 26.
67 CJEU4.3.2019, C‑724/17,Vantaan kaupunki v Skanska Industrial Solutions, ECLI:EU:C:2019:204,
para 28; CJEU 6.10.2021, C-882/19, Sumal v Mercedes Benz Trucks España, ECLI:EU:C:2021:800,
para 38.
68 See the critical analysis byK Havu, Liability for Competition Restrictions (in this volume, at IV.
A.4).
69 C‑557/12 Kone, para 30 ff.
70 C‑435/18Otis, para 30 ff.
71 See above Section II.A.1.
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Similarly, the universally applicable GDPR (cf art 288(2) TFEU) in principle
harmonises the fundamental principles and rules of (substantive) European data
protection law (cf arts 5 and 6 GDPR). However, due to the ample regulatory lee-
way the GDPR grants Member States to amend, concretise or deviate from its pro-
visions (so-called ‘opening clauses’),72 substantive data protection law is even
within the Regulation’s scope to a lesser extent harmonised than the field of Euro-
pean competition law. Yet, as for the purpose of private enforcement violations
of the resulting national adaptation laws are to be treated like infringements of
the GDPR itself (recital 146 GDPR),73 the level of harmonisation is greater than it
appears at first sight.

With regard to the rules of private enforcement, however, the data protection
law rules are to a much greater extent specified by EU law than in the area of
competition law. Article 82 GDPR not only codifies the right for ‘[a]ny person who
has suffered material or non-material damage as a result of an infringement of
this Regulation’ to claim compensation from the controller or processor for the
damage suffered (1), but also sets forth the basic requirements for such a claim.
EU law thus determines certain conditions, such as a European type of responsi-
bility (art 82(3) GDPR)74 and joint and several liability of several controllers or
processors (art 82(4)–(5) GDPR), thereby, from the outset, achieving a state of har-
monisation that in the area of competition law had to be built up over the years.
Nonetheless, even though the right to claim damages is enshrined in the GDPR,
this does not mean that all requirements are governed by EU law. Issues like the
amount of interest due, the duration and start of the prescription period and the
relationship to other claims based on national tort law75 are in principle matters
governed by national law, insofar as it fully comports with the principles of effec-
tiveness and equivalence. However, it cannot be excluded that the CJEU will
transfer its harmonising approach from competition law to data protection, there-
by gradually expanding the harmonised scope of art 82 GDPR.

72 See above text to fn 45. For a detailed analysis of their nature and extent, see Gömann (fn 59)
81 ff.
73 See above Section II.B.2, second paragraph.
74 See Sec II.B.2, first paragraph as well as under III.D below.
75 Gömann (fn 59) 286; C Kohler, Conflict of law issues in the 2016 Data Protection Regulation of
the European Union, Rivista di diritto internazionale privato e processuale (RDIPP) 2016, 653, 671;
M Requejo Isidro, Procedural Harmonization and Private Enforcement in the Area of Personal Data
Protection, Max Planck Institute Luxembourg Research Paper Series (MPI Lux RPS) 2019, 16.
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D Damage and amount of damages

Over the course of the years, private antitrust litigation has turned into a field for
specialised experts. This is primarily due to the fact that the issue of assessing
damages in antitrust cases raises complex legal and economic questions. Plain-
tiffs face substantial up-front costs, as they usually have to substantiate their
claims through an economic expert opinion. Furthermore, the standards for
pleading and proof are constantly evolving, which makes it difficult for non-
specialised lawyers to practise successfully in this area.76 The Damages Directive
will not reverse this trend significantly, even though art 17(1) Damages Directive
requires Member States to ensure that the (pecuniary) damage incurred may be
estimated by the competent courts whenever ‘it is established that a claimant suf-
fered harm but it is practically impossible or excessively difficult precisely to
quantify the harm suffered on the basis of the evidence available’. Hence, art 17
(1) Damages Directive allows for the estimation of (pecuniary) damage that is in
principle measurable. This does not appear revolutionary (at least from a German
perspective), as the power to estimate the amount of damage incurred on a certain
factual basis is also granted to the judge by German procedural law (§ 287 Zivil-
prozessordnung [ZPO]). Yet, an estimation as to the quantum of damage in compe-
tition cases requires that the judge is convinced that the cartel caused harm at all,
which is difficult to assess in practice. For this reason, art 17(2) Damages Directive
introduced the general presumption that cartel infringements cause harm, which
has to be rebutted by the alleged infringers, resulting in a reversal of the burden of
proof.

Member States have transposed art 17(2) Damages Directive quite differ-
ently.77 While most Member States refrained from introducing presumptions re-
garding the amount of harm incurred, Hungary had – even before the adoption of
the Damages Directive – pioneered a (rebuttable) presumption that cartels cause
an overcharge of 10 %.78 Latvia also adopted this approach when transposing the
Directive, whereas Romania even increased the presumed overcharge to 20 %.79

76 For Germany, seeW Wurmnest, German Private Enforcement: an overview of competition law,
e-Competitions German Private Enforcement 2021, Art N° 97611.
77 See the overviewprovidedby L Hornkohl, ThePresumption of Harm in EU Private Enforcement
of Competition Law – Effectiveness vs Overenforcement, 5 EU and comparative law issues and
challenges series (ECLIC) special issue, 2021, 29, 34 ff.
78 Art 88/G(6) Hungarian Act LVII of 1996 on the Prohibition of Unfair and Restrictive Market
Practices. On this rule see CI Nagy, Schadensersatzklagen im Falle kartellrechtlicher Rechtsver-
letzungen in Ungarn,WuW 2010, 902 904 ff.
79 For details, seeHornkohl (fn 77) 29, 36.
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The problem with such an estimation of the quantum of damage incurred is
that cartels operate in very different economic environments and usually align
very different parameters of competition. Thus, the textbook example of a steady
overcharge resulting from a price fixing conspiracy on simple products is difficult
to prove in practice, given that illegal conduct is usually not protocolled by the
conspirators. Also, cartel members often pursue much more complex strategies to
make detection by competition authorities more burdensome. Consequently, in
many countries, economic experts are brought in by the parties to prove the ex-
istence and amount of damage. Sometimes courts also resort to simplified meth-
ods to calculate damage, based on certain typical percentages of overcharge
which are deemed reasonable in the specific case at hand. Such an approach was
recently applied by the Landgericht (LG) Dortmund in cases concerning the rails
cartel in which the cartel overcharge was estimated at 10 %80 and 15 %81 of the net
purchase price. The OLG Celle estimated the overcharge from a chipboard cartel
at 13 %.82 Also courts in other countries have awarded damages (based on various
assessment methods) within a range from 1 % to 34 % and an average overcharge
per cartel of 12 %.83

Whereas damage in competition cases merely concerns pecuniary losses, un-
der art 82 GDPR, both pecuniary and non-pecuniary losses can be remedied. In
this regard, many issues remain however far from clear to date. This does not only
hold true for the question whether every violation of the GDPR justifies a claim for
damages,84 but also for the issue of whether there should be a de minimis thresh-
old for non-pecuniary loss.85 Moreover, the salient question as to how non-
pecuniary damages must be calculated under art 82 GDPR has not yet been re-

80 LG Dortmund 3.2.2021, 8 O 116/14 (Kart), BeckRS 2021, 7165, para 87 ff – Schienenkartell (judg-
ment is not final).
81 LG Dortmund 30.9.2020, 8 O 115/14 (Kart), NZKart 2020, 612, 614 ff – Schienenkartell – Scha-
densschätzung (judgment is not final).
82 OLG Celle 12.8.2021, 13 U 120/16 (Kart), Gewerblicher Rechtsschutz undUrheberrecht–Rechts-
sachen (GRUR-RS) 2021, 22981, para 116 ff – Spanplattenkartell.
83 See the statistical overview provided by J-F Laborde, Kartellschadensersatzklagen in Europa:
Wie Gerichte kartellbedingte Preisaufschläge beurteilt haben – Teil 2, NZKart 2021, 9, 11.
84 See above Section II.B.1, third paragraph.
85 Such a de minimis exception – according to which no monetary compensation can be claimed
for minor violations of the general personality right – is traditionally accepted under German law.
In suchcases, theallegedvictimmayonlyobtain injunctive relief. TheGermanBundesverfassungs-
gericht (BVerfG) has held that a de minmis threshold can, however, not be read into art 82 GDPR
without initiating a preliminary reference proceeding to give the CJEU the chance to clarify the
matter, see BVerfG 14.1.2021, 1 BvR 2853/19, NJW 2021, 1005. Such a threshold was rejected by LAG
Niedersachsen, ZD 2022, 61.
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solved.86 In contrast to pecuniary damage, non-pecuniary loss cannot be mea-
sured with precision (only ‘estimated’). In any case, assessing non-pecuniary loss
necessarily requires subjective valuations by the judge. To ensure a certain objec-
tivity and uniformity within one jurisdiction, courts often base their calculations
on amounts awarded in comparable cases. Given that the GDPR is of rather recent
origin, courts are still searching for adequate evaluation criteria. Moreover, look-
ing only at precedents in the same jurisdiction bears the risk that different stan-
dards evolve in different EU Member States. Thus, overarching criteria (cf reci-
tal 10 GDPR) can only be developed if national courts initiate preliminary refer-
ences giving the CJEU the possibility to elaborate European standards.

Assuming that a successful claim does require a GDPR infringement as well
as the existence of actual damage, the burden of proof for losses incurred under
art 82(1) GDPR – as opposed to that for missing ‘responsibility’ (art 82(3) GDPR) –
lies with the claimant. This raises the question of whether the European legisla-
ture should have introduced a presumption comparable to art 17(2) Damages Di-
rective to support the plaintiff. Scholars have argued that, without such a pre-
sumption, considerable difficulties may arise, especially with regard to proving
the existence and causation of non-pecuniary damage.87 It is however doubtful
whether art 17(2) Damages Directive should be transferred to data protection law
because legal presumptions should be based on a typical course of events. That
hard-core cartels predominantly lead to higher prices and thus to harm for buyers
is a finding many would share.88 In turn, violations of data protection law may
arise in very different forms and to varying extents so that it seems much more
difficult to generally assume that a violation of the law also causes (non-pecuni-
ary) damage (cf recital 146(6) GDPR: ‘the damage [the data subjects] have suf-
fered’). In addition, art 17(2) Damages Directive primarily intends to overcome the
difficulty that, in competition cases, it is often the defendant who is in possession
of better information and evidence as regards the alleged harm caused by the
unlawful conduct. In data protection law, by contrast, both the pecuniary and the

86 See above Section II.B.1, text prior to fn 41 and J Knetsch, The Compensation of Non-Pecuniary
Loss in GDPR Infringement Cases (in this volume, at V).
87 Cf Kremer/Conrady/Penners, ZD 2021, 128, 132; Ehmann/Selmayr/Nemitz (fn 32) art 82 para 2;
BP Paal, Schadensersatzansprüche bei Datenschutzverstößen – Voraussetzungen und Probleme
des Art. 82 DS-GVO,MMR 2020, 14, 17.
88 Even theBGH,which (prior to the transpositionof theDamagesDirective) rejected aprima facie
approach (‘Anscheinsbeweis’) for proving harm caused by the cartel, has accepted an ‘Indizienbe-
weis’, according to which courts have to look at circumstantial evidence to assess whether a cartel
has caused harm. In this context the BGH accepts that usually cartels work more effectively and
apply supra-competitive prices when the conspiracy is already established for some time, see BGH
29.9. 2020, KZR 35/19, NJW 2021, 848, paras 37 ff, 57 – LKW-Kartell.
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non-pecuniary losses arise in the plaintiff’s sphere so that in the normal course of
events they should be in a position to prove the damage incurred.89

The European legislature could, however, have supported the courts by pro-
viding some general criteria for the assessment of non-pecuniary damage in the
GDPR or at least in its recitals. Although these criteria would necessarily be rather
general, they would give courts some guidance when assessing the amount of
damages due and thereby contribute to a more uniform application of the GDPR
throughout the EU. As soon as the GDPR undergoes a first reform, it should be
thoroughly considered whether such criteria should be integrated, taking into ac-
count the experience with the (uniform) application of art 82 GDPR with regard to
non-pecuniary damages to date. In the meantime, it will unavoidably be up to the
CJEU to develop such criteria under the law as it stands today.

IV Potential for spillover

The CJEU has already had the chance to clarify many basic issues of private com-
petition law enforcement.90 In the comparably young area of private data protec-
tion law enforcement, by contrast, the precise shape of liability is still evolving.
This raises the questions of whether and to what extent private competition law
enforcement can serve as a model for data protection law.

A Causation

As regards the interpretation of the requirement of causation of the damage in-
curred by the infringement of EU data protection law, it seems particularly likely
that the CJEU will resort to its case law on the enforcement of arts 101 and 102
TFEU.91 The interests at stake appear comparable to those identified by the CJEU
with regard to antitrust damages if, in light of recital 146(3), (6) GDPR, the dissua-

89 Thus, the situation at stake is indeed different to the requirement of causation (see below Sec-
tion IV.A), where the data subjects will usually not have any insights into the relevant processing
operations, cf Kühling/Buchner/Bergt (fn 43) art 82 para 47; Kremer/Conrady/Penners, ZD 2021,
128, 132.
90 See above Section II.A.1 as well as Section III.C.
91 Kühling/Buchner/Bergt (fn 43) art 82 paras 41, 44; NomosKommentar Datenschutzrecht/
Boehm (fn 49) art 82 para 14; D Geissler/L Ströbel, Datenschutzrechtliche Schadensersatzan-
sprüche im Musterfeststellungsverfahren, NJW 2019, 3414, 3415; Kremer/Conrady/Penners, ZD
2021, 128, 132; Paal, MMR 2020, 14, 17;Wybitul/Haß/Albrecht, NJW 2018, 113, 115 f.
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sive effect of the right to compensation under art 82 GDPR is confirmed.92 Namely,
to achieve full effectiveness of EU data protection law, national tort law concepts
have to be interpreted in accordance with the principle of effectiveness.93

Thus, if the CJEU’s case law on the causal link between certain behaviour and
resulting damage was to be applied to the private enforcement of EU data protec-
tion law, courts could only rely on the national concepts of causation as far as
effective enforcement of art 82 GDPR is ensured.94 Hence, no ‘direct’ link between
the infringement and the damage would need to be established.95 It would how-
ever not suffice if the damage had simply been caused by a processing operation
in the context of which data protection law was also infringed.96 By contrast, if the
entire processing operation were to become unlawful as a result of the infringe-
ment, the causation requirement between the infringement and the damage
would be fulfilled.97 Co-causation (ie cumulative causation) would suffice,98 while
an independent intervention by third parties would not necessarily ‘interrupt’ the
causal link.99 To limit the otherwise potentially excessive liability,100 it would be
necessary for the damage incurred to have been foreseeable for the alleged infrin-
ger,101 again following the example of antitrust damages.102 This would exclude
damage resulting from totally atypical and unusual chains of events to which the
infringement gave rise.103

92 See above Section III.A.2, text to fn 51–52.
93 See above Section II.A.2, text to fn 25–26. Against such a transfer, T Wybitul/L Neu/M Strauch,
Schadensersatzrisiken für Unternehmen bei Datenschutzverstößen – Verteidigung gegen Scha-
densersatzforderungen nach Art. 82 DS-GVO, ZD 2018, 202, 206 f.
94 Cf C‑557/12Kone, para 32.
95 Cf C‑557/12Kone, para 33.
96 Kühling/Buchner/Bergt (fn 43) art 82 para 42; Paal, MMR 2020, 14, 17.
97 LAG Baden-Württemberg 25 February 2021, 17 Sa 37/20, ZD 2021, 436, 440 –Workday.
98 Cf Advocate General (AG) Kokott C-557/12Kone, para 36.
99 C‑557/12 Kone, para 34.
100 Cf AG Kokott C-557/12Kone, para 32.
101 Kühling/Buchner/Bergt (fn 43) art 82 para 45; Geissler/Ströbel, NJW 2019, 3414, 3415; Beck-
OK Datenschutzrecht/Quaas (fn 32) art 82 para 26a.
102 Cf C‑557/12Kone, para 30.
103 Kühling/Buchner/Bergt (fn 43) art 82 para 45; NomosKommentar Datenschutzrecht/Boehm
(fn 49) art 82 para 14;Geissler/Ströbel, NJW 2019, 3414, 3415; Paal, MMR 2020, 14, 17.
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B The concept of undertaking

The European competition rules apply to undertakings, ie entities ‘engaged in an
economic activity, regardless of the[ir] legal status ... and the way in which [they
are] financed’.104

As a consequence, in the area of public enforcement, the EU Commission imposes
fines under art 23(2) Regulation No 1/2003 to such undertakings. Over the years, a
comprehensive set of rules has been developed by the CJEU to ensure that effec-
tive sanctions can be imposed by the Commission.105 Two implications of the
European concept of ‘undertaking’ are of particular importance for public as well
as private enforcement proceedings.

First, the CJEU has held that an undertaking can be comprised of more than
one natural or legal person.106 This has an important bearing for the addressee(s)
of the sanction. Even though the undertaking as such might not have legal per-
sonality under the applicable national law, the Commission is entitled to identify
one or more actual entities of the undertaking to be the fine’s addressee(s). As a
consequence, the entity fined does not necessarily have to be the natural or legal
person that took part in the competition law violation or even knew about the
infringement. Since the undertaking as a whole has infringed the law, the Com-
mission has some discretion to choose the legal entity to be fined for the under-
taking’s infringement. Thus, the single economic unit (entity) doctrine allows the
EU Commission to fine a parent company for the subsidiary’s participation in an
unlawful cartel, insofar as the two entities (parent and subsidiary) form an eco-
nomic unit so that also the parent is part of the undertaking. If the parent com-
pany holds close to or even 100 % of the subsidiary’s shares, the existence of an
economic entity is rebuttably presumed.107

To strengthen private enforcement, this broad concept has been transferred
to the addressee(s) of damages claims.108 Plaintiffs often have an interest in suing

104 CJEU 11.7.2006, C-205/03 P, FENIN v Commission, ECLI:EU:C:2006:453, para 25; CJEU
23.4.1991, C-41/90,Höfner and Elser v Macrotron, ECLI:EU:C:1991:161, para 21; in a similar manner
CJEU 11.12.2007, C-280/06,AutoritàGarante della Concorrenza e delMercato v ETI andOthers, ECLI:
EU:C:2007:775, para 38; CJEU 10.1.2006, C-222/04,Ministero dell’Economia e delle Finanze v Cassa
di Risparmio di Firenze and others, ECLI:EU:C:2006:8, para 107.
105 On this approach, see D Braun/M Kellerbauer, Das Konzept der gesamtschuldnerischen Ver-
antwortlichkeit von Konzerngesellschaften bei Zuwiderhandlungen gegen das EU-Wettbewerbs-
recht, NZKart 2015, 175 ff (first part), NZKart 2015, 211 ff (second part).
106 CJEU 10.8.2009, C-97/08 P,Akzo Nobel v Commission, ECLI:EU:C:2009:536, para 55.
107 C-97/08 PAkzo, para 58 ff.
108 See especially C-882/19, Sumal, para 38 ff. Prior to this judgment, this interpretation of the law
was already advocated by C Kersting, Kartellrechtliche Haftung des Unternehmens nach Art. 101
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the subsidiary company for damage suffered from the anti-competitive behaviour
of its parent. Hence, the CJEU held in Sumal that plaintiffs may sue either the
parent company fined by the EU Commission for anti-competitive conduct or a
subsidiary of that company (even if that latter company had not been addressed
in the infringement decision), to the extent that both companies form a single
economic unit, ie a single undertaking in the sense of arts 101 and 102 TFEU.109

However, if the sued subsidiary was not addressed in the infringement decision,
the binding effect of the competition authority’s decision (art 16 Regulation No 1/
2003, art 9 Damages Directive) does not extend to the subsidiary company. Thus,
the subsidiary can defend itself by showing that it was not part of the economic
unit forming the undertaking.110

The second implication of the concept of undertaking that was developed in
the realm of public enforcement111 and transferred to private enforcement in
Skanska112 concerns restructuring cases. In public enforcement, fines can be im-
posed on the successor of a former undertaking that has violated the European
competition rules, provided that, from an economic perspective, the successor
continues the commercial activities of the infringer. The successor is also liable
for damage in private enforcement proceedings.

Although the wording of art 82 GDPR does not explicitly mention ‘undertak-
ings’ as addresses of the claim (but controllers and processors), it can be argued
that the underlying concept can be transferred to European data protection law.

Recital 150 GDPR refers to the competition law concept of undertaking by
stating that, for the purpose of administrative fines, ‘an undertaking should be
understood to be an undertaking in accordance with Articles 101 and 102 TFEU’.
The concept is further echoed by the core rules on the amount of administrative
fines, namely by art 83(4)–(6) GDPR, underscoring the clear intention of the Euro-
pean legislature to enable data protection authorities to impose fines based on the
annual turnover of the ‘undertaking’ in the sense of competition law.113 The aim of

AEUV – Folgerungen aus EuGH, Urt. v. 14.03.2019, C-724/19 – Skanska –, Wirtschaft und Wettbe-
werb (WuW) 2019, 290, 292; A Robertson, Skanska Industrial Solutions: what does the Court of
Justice’s landmark judgment mean for cartel litigation? 40 European Competition Law Review
(ECLR) 2019, 347, 352; Franck (fn 21) 104.
109 C-882/19 Sumal, para 67.
110 Ibid.
111 C-280/06Autorità Garante, para 42 f.
112 C‑724/17 Skanska, para 51.
113 LG Bonn 11 November 2020, 29 OWi 1/20, ZD 2021, 154, paras 31, 33, 58 f; C Holländer in:
S Brink/HA Wolff (eds), Beckscher Online-Kommentar (BeckOK) Datenschutzrecht (33rd edn
1.8.2020) art 83 para 13 f; B Zelger, Der Begriff des “Unternehmens” im europäischen Datenschutz-
recht – Vorbild europäisches Kartellrecht?, EuR 2021, 478. The issue was recently brought before
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preventing any circumvention of sanctions under art 83(4)–(6) GDPR through
special corporate structures or dissolution is further exhibited by recital 37 GDPR,
which defines a ‘controlling undertaking [as...] the undertaking which can exert a
dominant influence over the other undertakings by virtue, for example, of owner-
ship, financial participation or the rules which govern it or the power to have
personal data protection rules implemented’.114 In sum, a transfer of the under-
taking concept to public enforcement of data protection law is justified.

Less obvious is a transfer to private claims under art 82 GDPR even though it
is possible to argue in favour of it. If the liability of controllers and processors
under art 83 (4)–(6) GDPR for breach of their obligations explicitly encompasses
the entire undertaking in the sense of competition law, there does not seem to be a
conclusive reason to interpret the liability of controllers and processors differ-
ently under art 82 GDPR. On the contrary, internal systematic coherence speaks
in favour of a comprehensive transfer of the undertaking concept also to the pri-
vate enforcement of data protection law. It can be further argued that, under the
GDPR, the need for effective (private) enforcement is by no means less significant
than in the realm of competition law, given that it directly protects data subjects’
fundamental rights (cf art 1(2) GDPR).115 This aim is much better achieved if claim-
ants can choose from various (solvent) defendants, notwithstanding their internal
structures and formalities, possibly put in place with an aim to avoid private lia-
bility. Thus it would seem somewhat odd if the CJEU made a distinction between
public and private enforcement for such a crucial issue.

C Pooling of claims

In the absence of effective collective redress mechanisms for the enforcement of
cartel damages claims, service providers have, in several jurisdictions, developed
assignment models to bundle similar claims of cartel victims. Generally, a special
purpose vehicle is created to which several independent claims are assigned,
thereby enabling the assignor to enforce them jointly against the defendants.
While in Germany these assignment models are in general admissible, complex
models involving service providers and third party litigation funding have so far

the CJEU in a preliminary reference proceeding, see Kammergericht (KG) 6 December 2021, 3 Ws
250/21, NZKart 2022, 83 –Mieterdaten.
114 The introduction of the additional concept of a ‘group of undertakings’ (art 4(19), reci-
tal 37 GDPR) mainly for the purposes of internal transfers (and organisational measures) does not
preclude such an interpretation.
115 For the importance of this fact for the case law of the CJEU, cf above fn 42.
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faced several legal challenges.116 Some recent decisions from the field of consu-
mer (mass) litigation117 however seem to strengthen the claimants’ position,
although it is still disputed to what extent they can be transferred to the area of
competition litigation.118

Since violations of data protection law often affect a large number of data
subjects simultaneously, pooling their compensation claims may also turn out to
be a lucrative business area for modern legal(-tech) service providers.119 Given
that to date four-digit sums awarded for single data protection law infringements
remain an exception,120 mass litigation experience acquired in other fields, such
as cartel damages claims, may prove helpful. However, in this context, the ques-
tion of assignability of non-pecuniary claims for damages arises. Occasionally,
their highly personal nature is put forward to deny their assignability.121 This ap-
proach is rooted in German case law, where non-pecuniary damages are awarded
in order to compensate infringements of personality rights. However, due to the
need for an autonomous interpretation of EU law, this transfer of national case
law to art 82 GDPR is methodically flawed. On the contrary, as assignability gen-
erally strengthens enforceability (cf recital 146(6) GDPR), it is to be expected that
the non-pecuniary damages claims are held to be assignable at the very least by
the CJEU.122

With the transposition of Directive 2020/1828, consumer protection associa-
tions (cf art 4 Directive 2020/1828) will also be entitled to claim compensation for

116 See LG Hannover 4.5.2020, 18 O 50/16, NZKart 2020, 398 – Zuckerkartell (Kaufland); LG
München I 7.2.2020, 37 O 18934/17, EuZW 2020, 279 – LKW-Kartell; LG Mannheim 23.1.2019, 14 O
110/18 Kart, NZKart 2019, 173 – Zuckerkartell (all with regard to the permission of the vehicle to
provide legal services); OLG Düsseldorf 18.2.2015, VI-U (Kart) 3/14, NZKart 2015, 201 – Zementkar-
tell (CDC) (with regard to the lack of financial resources of the claimant to cover the entire litigation
costs after a dismissal of the action).
117 BGH 13.7. 2021, II ZR 84/20, NZKart 2021, 515–Airdeal; OLGMünchen 20.1.2020, 21 U 5563/20,
<https://openjur.de/u/2263191.html>–Dieselgate; BGH27.11.2019,VIII ZR285/18,MMR2020,499–
wenigermiete.de.
118 CfLG Stuttgart 20.1.2022, 30O 176/19,NZKart 2022, 222–Rundholzkartell. Fordetails seeA Pe-
trasincu/C Unseld, Das Sammelklage-Inkasso imLichte der BGH-RechtsprechungundderRDG-Re-
form, NJW 2022, 1200, 1203.
119 To date, several providers already offer assignment models, see amongst others <https://
www.facebookdatabreachclaim.co.uk/>; <https://www.rightnow.de/datenschutz-social-media>;
<https://www.kleinfee.com/facebook-datenleck/#formular>.
120 Cf above fn 40.
121 AG Hannover 9.3.2020, 531 C 10952/19, ZD 2021, 176; OLG Dresden 11.6. 2019, 4 U 760/19, ZD
2019, 567.
122 Kühling/Buchner/Bergt (fn 43) art 82 para 65; NomosKommentar Datenschutzrecht/Boehm
(fn 49) art 82 para 7; Kremer/Conrady/Penners, ZD 2021, 128, 133.
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data protection breaches, either on an opt-in or opt-out basis (art 9(1)–(4) Direc-
tive 2020/1828). The emerging competition with purely private actors should en-
sure that data subjects’ rational apathy to enforce their rights under art 82 GDPR
is overcome and that each individual case is dealt with in due time and diligence.
Fears regarding a merely self-serving data protection ‘claimant industry’ voiced
by both (potential) defendants and their legal advisors123 may thus prove to be
unfounded.

V Conclusion

This paper aimed at identifying some important similarities and differences be-
tween the private enforcement of European competition and data protection law
and the potential for spill-over effects from the former to the latter. That competi-
tion law enforcement may serve as a model for data protection law stems from the
fact that European rules on private law enforcement have existed for a much long-
er time in the area of competition law than in data protection law. Any potential
transfer from one area to the other must be carefully weighed, as the underlying
regulatory frameworks differ.

The comparison has shown that the overall aims of private enforcement are
similar in both competition and data protection law. Private actions for damages
and/or injunctions shall render enforcement more effective and will prevent
further wrongdoings. Punitive damages are not accepted in both areas of law, yet
it may occur that supra-compensatory damages are awarded to ensure the deter-
ring effect of the European rules. In both areas of law, private enforcement is
primarily seen as an instrument to complement the predominant public enforce-
ment, but deemed indispensable with regard to its indemnifying function.

However, the synchronisation between public and private enforcement to
date has been much more sophisticated in the area of competition law than in the
field of data protection law. Also, the typical type of private actions varies in both
areas. Whereas in data protection law stand-alone actions are currently the rule,
such actions are rarely brought in competition law. The bulk of private competi-
tion law cases however are follow-on actions for damages against cartels, de-
tected and fined by the EU Commission or national competition authorities.

Broadly speaking, in both areas of law, there is a strong ‘Europeanisation’ of
tort claims. This process is constantly evolving. In competition law, the prerequi-

123 Cf Kremer/Conrady/Penners, ZD 2021, 128, 132; Wybitul/Neu/Strauch, ZD 2018, 202, 206;
<https://www.noerr.com/de/newsroom/news/private-enforcement-im-datenschutzrecht>.
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sites for tort claims are in principle laid down in national law, but the CJEU has
derived some important criteria directly from EU law. Moreover, the 2014 Dam-
ages Directive has harmonised further requirements. In turn, in data protection
law, the right to claim damages including its key conditions are already enshrined
in the GDPR and only complemented by the applicable national law. With regard
to the prerequisites not directly covered by the wording of art 82 GDPR, it is how-
ever not excluded that the CJEU will – in a similar manner as in the area of com-
petition law – extend the scope of EU law to harmonise further aspects of the
claim and thereby broaden the European influence on matters that are currently
still governed by national law.

Regarding the topic of damages, some significant differences are evident in
the two areas of law. Whereas in data protection law pecuniary and non-pecuni-
ary loss must be remedied, the latter type of losses does not play a role in compe-
tition law. In turn, to support the claimants in proving their case, the Damages
Directive lays down a presumption that cartels cause harm, while in data protec-
tion law there is – in our view for good reason – no similar rule. As a result – and
although this may complicate the enforcement of claims considerably – the bur-
den of proof for losses incurred lies on the claimant in data protection law, while,
under the Damages Directive, it is the defendant’s task to rebut the presumption.

By contrast, a spill-over effect from competition to data protection law can be
expected with regard to the requirement of causation, at least in part. Arguably,
this element is, under art 82 GDPR, still governed by national law but could – in a
comparable manner to competition law – be shaped by the CJEU by recourse to
the principle of effectiveness or even by deriving certain doctrines directly from
the GDPR. Thus, while national rules may require the damage incurred to have
been foreseeable to the infringer, requiring a ‘direct’ link that limits the circle of
potential plaintiffs will most likely be deemed unlawful in light of the effective
enforcement of the GDPR.

Similarly, a transfer of the CJEU’s concept of undertaking from the private
enforcement of European competition law to data protection law seems at least
likely. The broad concept of undertaking has enabled the EU Commission in the
realm of public enforcement of competition law to fine parent companies with
high turnovers, a concern that may equally apply to the public enforcement of the
GDPR by national data protection authorities. Transferring this concept to private
enforcement of competition law has also amplified the possibilities of claimants
to sue suitable respondents, thereby strengthening the effectiveness of private
enforcement considerably. Although art 82 GDPR itself does not mention the un-
dertaking as a potential debtor, it is to be expected that the CJEU will adopt a
similar approach for the sake of effectively enforcing data subjects’ right to da-
mages.
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On a more practical note, the private enforcement of GDPR violations cur-
rently may only prove economical if several claims are bundled and enforced to-
gether. Based on the assignment of (petty) claims, such actions appear to be an
indispensable tool to overcome rational apathy and establish a decentralised pri-
vate enforcement, at least until Directive (EU) 2020/1828 on representative actions
by consumer protection associations is fully transposed. It is therefore to be ex-
pected that, despite some national resistance, such assignment models will even-
tually be accepted by the CJEU for the realm of European data protection law.

182 Wolfgang Wurmnest and Merlin Gömann


