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Realizing the Complexity of Data Protection
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11.1 Introduction

Realizing the Complexity of Data Protection sounds a bit off-putting. Would it not be a better approach to lay down a few simple principles that would provide legal guidance for processing personal data? In contrast to such thinking, the present contribution advances the thesis that data protection is by its nature an extraordinarily complex field and therefore requires multi-level and complex regulation. Yet at its core, the legal framework is still characterized by out-dated concepts going back to when data protection first emerged. This applies both to the understanding of fundamental rights relevant to data protection and to the basic approaches to regulation. Modern data protection calls for new legal approaches.

The article provides a legal analysis both of the influential legal intellectual approaches and of the central legal provisions and also identifies areas where reconceptualizations are needed. Other analyses of legal rules would be equally interesting: for example, from a political-science perspective concerning the impact of lobbyism or from an engineering perspective regarding the transformation of data protection into technological concepts. However, the legal perspective, which addresses the understanding of legal rules in terms of legal theory, doctrinal constructions and methodological approaches, is just as important for data protection. After all, the law substantially shapes data protection by means of patterns that can be explained in a manner intrinsic to the legal system. Yet every sophisticated legal approach is also characterized by the fact that it is able to incorporate insights from other disciplines, that is, to guarantee that the law is appropriately receptive and that it is compatible with concepts across various disciplines. Precisely this is what data protection law must be able to achieve, as data protection lies at the intersection of numerous disciplines. This is another reason why sufficiently complex regulatory concepts are necessary.
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Legally speaking, data protection is characterized both by fundamental rights and by legal principles and provisions. The norms cannot be understood by examining only their wording. More important are the concepts underpinning them that guide the understanding of the norms. The present article analyzes them less from the perspective of legal method, which involves the interpretation of certain rules in a way that is consistent with the method, but more from a legal-theory and doctrinal perspective. The deliberations center on German and European law. They put German law into focus as a continental European legal system oriented toward codification in which data protection law was developed fairly early and has in the meantime been elaborated to become an extensive complex of norms addressing fundamental rights as well as legal rules. An impact on European law arises from reciprocal influences in law-making and from the network of jurisdiction among the German Federal Constitutional Court, the European Court for Human Rights, and the European Court of Justice.

The analysis starts by presenting the conception of fundamental rights (Sect. 2.1) as well as of protected interests (Sect. 2.2). Beyond the right to privacy, the right to informational self-determination has become a guiding principle, especially in the German legal system. Sect. 3 demonstrates to what a large extent the concepts of fundamental rights influence the approaches, principles and legal constructs of data protection law. My hypothesis is that the elementary patterns of thinking must be constructed in a different way in order to achieve appropriate data protection law. Data protection will then prove to be a highly complex and novel field involving particular challenges for law. This hypothesis shall be explained in Sect. 4 with three aspects in mind: Firstly, the object of data protection is complex, namely not only personal data, but a network consisting of several basic elements: data and information, knowledge and the flow of data and information, decisions and the consequences of decisions (Sect. 4.1). Secondly, data protection cannot be reduced to a uniform legally protected good. It encompasses a complex bundle of interests and legal positions aiming at protecting the individual in his or her sociality (Sect. 4.2). Thirdly, data protection requires complex concepts of regulation that must not only coordinate data protection law with the issue-related substantive legal norms appropriately, but must also take up basic elements of risk regulation or technology law (Sect. 4.3). After all, data protection law is anything but bureaucratic. It is modern and exciting, and at the same time requires additional elaboration in many respects.

11.2 Guiding Paradigms of Data Protection Based in Fundamental Rights

The concept of data protection emerged in the 1970s against the background of central mainframe computing systems. At the European level as well as in Germany the first sets of legal rules were developed.¹ With huge amounts of data being processed in these systems in a predefined sequence, the idea was that the individual steps of

¹ See the Convention No. 108 for the Protection of Individuals with regard to Automatic Processing of Personal Data, 28 January 1981; Mayer-Schönberger 1997, 219, 220 ff.; Bygrave 2002, 94 ff. As
data processing, including data collection, data storage, and data use, would have to be controlled. Attention was focused on regulating the individual steps of data processing.2

This background and the patterns of thinking associated with it not only formed the basis for early data protection rules, but also for the substance of fundamental rights which were concretized or developed in response to the challenges processing personal data electronically. Starting in the 1970s, the right to privacy began to be interpreted in a new way.3 In Germany, the Federal Constitutional Court derived the right to informational self-determination in its 1983 decision concerning the census ("Volkszählungsurteil").4 Later, fundamental rights quickly became the guiding principles for the general understanding of data protection by law.

For their part, fundamental rights are linked to certain patterns of observation and thinking. The traditional understanding of fundamental rights is connected to liberal paradigms. According to this notion, fundamental rights are about protection against encroachments by the state. Although extensions of the functions of the fundamental rights, e.g., rights to protection by the state or institutional guarantees, are recognized in principle by now protection against encroachments is often considered the primary dimension of protection in fundamental rights; it still is the leading approach. However, this approach has prerequisites and limitations influencing the substance and the functions fundamental rights can have. The newly derived right to informational self-determination can illustrate this very clearly. In the following section, the traditional concept of fundamental rights and its limitations will be elucidated as well as the characteristics of the right to informational self-determination.

11.2.1 The Traditional Concept of Fundamental Rights

11.2.1.1 Protection Against Encroachments as a Central Pattern of Fundamental Rights

According to the "classical" view based on liberalism, fundamental rights serve primarily as protective rights of the individual against interventions by the state.5 The persons protected enjoy certain freedoms or legal positions. State measures interfering in these freedoms can be fended off by means of legal remedies, provided they are not covered by constitutional law.

---

5 Negative liberty, see i. e. Berlin 1969, 118 ff. With regard to the jurisdiction of the FCC see BVerfGE 7, 198, 204 ff.—Lüth—68, 193, 205.
The traditional view of protection against encroachments as a central pattern of fundamental rights is reflected more or less distinctly in their codification, i.e. in the European Convention on Human Rights (ECHR), in the Charter of Fundamental Rights of the European Union (Charter) or in the German Basic Law (Grundgesetz: GG). The jurisdiction of the European Court of Human Rights, of the European Court of Justice and of the German Federal Constitutional Court has elaborated the function of the fundamental rights to protect against encroachment in numerous decisions.

In terms of their structure, fundamental rights involve on the one hand the scope of protection and—on the other—the reservation allowing legal regulation provided that such regulation meets all constitutional requirements. For example, their scope of protection safeguards the right to respect for private life or the free development of one’s personality, freedom of expression, and the inviolability of the secrecy of telecommunications. The crucial point is that the classical concept takes these freedoms as a given. The role of the state is reduced to the function of limiting freedom with regard to public good or the rights of others. The reservations included in fundamental rights allocate this task primarily to the legislature and enables it to limit the guarantees of freedoms by means of constitutional statutory regulations. All interventions by the state require a statutory basis. This basis must take the relevant constitutional requirements, especially the principle of the clarity and certainty of provisions and the principle of proportionality, into account as must the executive branch in any decision founded upon that statutory basis.

11.2.1.2 Limitations of the Concept

The understanding of fundamental rights as protection against encroachments on rights seems to be a far-reaching, optimal protection of freedom. But in fact, it has

---

10 Article 8 (1) ECHR: “Everyone has the right to respect for his private and family life, his home and his correspondence.”; Article 7 EU Charter: “Everyone has the right to respect for his or her private and family life, home and communications.”; Article 2 (1) GG: “Everyone has the right to the free development of his or her personality […].”

11 Article 5 (1) GG: “Everyone has the right freely to express and disseminate his or her opinions in speech, writing and pictures […].”

12 Art. 10 (1) GG: “The secrecy of communication by letters and of telecommunication is inviolable.”

13 See Article 8 (2) ECHR: “There shall be no interference by a public authority with the exercise of this right except such as is in accordance with the law and is necessary in a democratic society in the interests of national security, public safety or the economic well-being of the country, for the prevention of disorder or crime, for the protection of health or morals, or for the protection of the rights and freedoms of others.”; Article 52 (1) EU Charter: “Any limitation on the exercise of the rights and freedoms recognised by this Charter must be provided for by law and respect the essence of those rights and freedoms. Subject to the principle of proportionality, limitations may be made only if they are necessary, and genuinely meet objectives of general interest recognised by the Union or the need to protect the rights and freedoms of others.”; Article 2 (1) GG: “[…] provided that they do not interfere with the rights of others or violate the constitutional order or moral law.” or Article 5 (2) GG: “These rights shall be subject to the limitations laid down by the provisions of the general laws and to statutory provisions for the protection of young people and to the obligation to respect personal honour.”
many prerequisites and is accompanied by limitations due to its structure. As the traditional concept of protection against encroachments builds on liberal conceptions of fundamental rights, “freedom” is understood as a pre- or non-state sphere, i.e. as a sphere antecedent to the state or external to it, and as “natural freedom.” Consequently, fundamental rights are directed solely toward the protection of freedoms that already exist. The social preconditions of individual freedom or, expressed more radically and more precisely, the social foundation and embeddedness of individual freedom are not given consideration. The approach also results in specific subject matters or interests which are to be protected by fundamental rights. They are conceived of as individualistic, i.e. from a perspective focusing on the individual and in the form of an individual good that is not already structurally limited. Protection is granted, in particular, to individual self-determination, to individual decisions and behavior at will, to one’s own body, or to property.

In liberal thought on fundamental rights, the state appears exclusively as an institution that limits individual possibilities to decide or to act freely. Such limitations must be justified, namely by the parliament passing a law that pursues a legitimate goal, that is as precise as possible both in its legal requirements and its legal consequences, and that is commensurate with the principle of proportionality. Such laws guide and limit the decisions of the executive. Just as the concept of freedom and the scope of protection of individual rights are shaped in specific ways, the role of laws and the requirements of the design of laws are tailored exclusively toward justifying limitations on freedom. The multi-dimensional role of the legislation as well as of laws is disregarded.

11.2.2 Informational Self-Determination as a Protected Interest

The classical-liberal concept of fundamental rights also characterizes the form in which the goods to be protected by data protection are described. This applies especially clearly to the right to informational self-determination. This right is the decisive fundamental right in the realm of data protection in Germany. However, it is also being mentioned with greater frequency in the transnational and European debate as a central right worthy of protection. Several scholarly debates are about how to understand or how to concretize this right. This section analyzes the right to informational self-determination with a view to the influential jurisdiction of the German Federal Constitutional Court, which has developed and established it. At least in this respect, the construction of this right and the description of its scope of protection are based upon traditional doctrinal concepts and are therefore insufficient.

12 See, i.e., Schwartz 1989, 675 (677 ff., 701). See also Raab and Goold 2011, 17. With distinguishing considerations Rouvroy and Poullet. (Fn. 1), 45, 52 ff. For an overview of the constitutional rights in European countries see Leenes et al. 2008.
The Federal Constitutional Court derived the right to informational self-determination from the general right of personality guaranteed by Art. 2 in conjunction with Art. 1 GG in its 1983 decision concerning the census. The right to informational self-determination confers on the individual the power to, in principle, determine for himself or herself the disclosure and use of his or her personal data. Individuals have the right to decide themselves whether and how their personal data is to be divulged and used, in other words: a right to self-determination about processing of data relating to them.

How did the Federal Constitutional Court arrive at this subject matter to be protected called “informational self-determination”? Its precursor is the right to privacy, which is also anchored in Art. 2 in conjunction with Art. 1 GG and was recognised in the case-law of the Federal Constitutional Court since the 1970s. The Federal Constitutional Court originally conceived this right employing the spatial imagery of areas of retreat walled off from the outside world, or similarly isolated situations for interaction and communication, and as the right to be let alone, or as the right to keep events in this isolated sphere confidential. The right to privacy centered on a spatially as well as thematically specified area which is to remain, in principle, free of undesired inspection. This was the traditional, narrow concept of privacy. This concept drew the same broad criticism as it did in the American privacy debate. The first point of criticism emphasized the relativity of the sphere of personal privacy: it could be described only in terms “relative” to those receiving information. Therefore, what was to be protected was not a predetermined sphere, but the capacity of the individual to decide to whom to disclose which information. Alan Westin couched this idea in these terms as early as 1972. The second point of criticism highlighted the fact that the need for protection was less about the private sphere as the context in which certain data emerge but rather about which information could be derived from data obtained and how that information could be used. In other words, what is decisive is not the context data originate from but rather the context in which the information is used. The Federal Constitutional Court responded to these central points of criticism of the rather narrow concept of the right to privacy understood as a protected sphere by developing the idea of a right to informational self-determination.

---

13 Article 2 GG: “Everybody shall have the right to the free development of his or her personality [. . .]”; Article 1 GG: “Human dignity shall be inviolable. To respect and to protect it shall be the duty of all state authority.”
15 BVerfGE 65, 1, 43. Analyzing the decision and its background: Albers (Fn. 11), 149 ff.; see also Rouvroy and Poullet (Fn. 12), 52 ff.
18 Westin 1970, 42.
19 See Simitis 1971, 673, 680.
which centers on individual decision capacities as well as on the context of use.\textsuperscript{20} The Court also took up the acknowledged constitutionally protected goods of autonomy and freedom of decision and action, arguing as follows: free decision and action are possible only under certain circumstances. If a person is unsure whether deviating behaviors may be stored as information and used to his/her disadvantage, he/she will try not to attract attention by such behavior and is no longer free to act at will.\textsuperscript{21} That is why the protection of fundamental rights must cover the protection against information and data processing by the state. The Federal Constitutional Court then shaped this extent of protection with reference to freedom of decision and action. Just as people can decide about their actions, they also have the right to determine how “their” personal data will be processed.

What characterizes this right to informational self-determination? It reaches beyond the classical understanding of the right to privacy. Its core element is a relatively abstract and therefore far-reaching individual right to make decisions ranging from disclosure of data to their processing and to their use. Even if the right to informational self-determination is derived from the right to the free development of his or her personality and from human dignity\textsuperscript{22}, its scope of protection is shaped likewise a property right.\textsuperscript{23} Similar to some American conceptions of privacy—“Privacy,” Charles Fried writes, “is the control we have over information about ourselves […], is control over knowledge about oneself.”\textsuperscript{24}—informational self-determination is thought of as a right of control over personal data. The holders of fundamental rights also have the right to know by whom and for what purposes personal data referring to them are processed\textsuperscript{25}, but that right is accessory in the context of the concept.

The fundamental right protects this right to decide over the disclosure, processing and use of personal data as an individual protection against any encroachment. It follows from such a scope of protection that, as a matter of principle, every step in processing personal data is to be considered as an encroachment on the right to informational self-determination. Therefore, every step in processing personal data must be based either on consent or—more important\textsuperscript{26}—on a constitutional legal basis which has to meet the requirements of the principles of clarity and

\textsuperscript{20} For literary sources of the Court’s decision see Hermann Heußner (former judge at the FCC preparing the Census Decision), 1984, 279 (280 f.). Amongst others, the ideas of Westin have been received by the members of the Court, see Ernst Benda (former President of the FCC participating at the Census Decision) 1974, 23 (32).

\textsuperscript{21} BVerfGE 65, 1, 43.

\textsuperscript{22} See the considerations of Rouvroy/Poulet (Fn. 12), 52 ff.

\textsuperscript{23} It is true that the FCC also stated: “The individual does not have a right in the sense of an absolute, unlimitable mastery over ‘his’ or ‘her’ data; he/she is rather a personality that develops within a social community and is dependent upon communication.”, BVerfGE 65, 1, 46. However, these grounds refer to the reservation allowing to limit the scope of protection by means of statutory rules: they do not alter the shaping of the scope of protection.

\textsuperscript{24} Fried 1968, 475, 482.

\textsuperscript{25} BVerfGE 65, 1, 46.

\textsuperscript{26} The core of the right to informational self-determination is not that consent has to play a key role. Theoretically and practically more important is that a constitutional legal basis is necessary to justify data processing.
determinedness and of proportionality. Additionally, the Federal Constitutional Court emphasized the principle of specifying the purposes of data processing in advance and the principle that further data processing is bound to the original purpose. These consequences already show the far-reaching influence such a concept of informational self-determination has on data protection laws.

11.3 Influence on Data Protection Approaches and Principles

In Germany, the right to informational self-determination is very firmly entrenched and has many ramifications and marks the approaches, principles, legal constructs and laws pertaining to data protection to this day. The respective patterns of thinking have also influenced the Data Protection Directive of the European Union and the fundamental right expressed in Art. 8 of the EU Charter of Fundamental Rights via reciprocal influences in law-making. Similarly, they affect court rulings via the network of jurisdiction among the German Federal Constitutional Court, the European Court for Human Rights, and the European Court of Justice. In this section, important implications these patterns of thinking have on the approaches, principles, and legal constructs of data protection are highlighted.

Informational self-determination, shaped as the individual right to decide over the disclosure, processing and use of personal data, centers on data, specifically the individual piece of personal data, and in the broader sense its processing in a sequence of pre-defined steps—collection, storage, alteration, use, transfer. Additionally, “data” and “information” are treated as though they were synonyms. This reflects an ontic concept of information, namely the idea that information is a kind of depiction of reality and that data could be treated as if they were objects. Views of this kind occur in the basic approaches and in the legal definitions of data protection law. For example, the German Federal Data Protection Act (Bundesdatenschutzgesetz; BDSG) does not distinguish between data and information (§ 3 BDSG) and focuses on the lawfulness of the collection, storage, use or transfer of personal data (§§ 4, 13 ff., 27 ff. BDSG). Similarly, both the Directive 95/46/EC and the Proposal of the Commission for a General Data Protection Regulation define personal data as any information relating to an identified or identifiable natural person or data subject.

27 BVerfGE 65, 1. 44 ff.
28 BVerfGE 65, 1. 46.
29 For Data Protection in the Case Law of the ECtHR and the ECJ see de Hert and Gutwirth, (Fn. 1), 3. 14 ff.; Siemen 2006, p. 51; Schweizer 2009, 462, 464 ff.
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(Art. 2 of Directive 95/46/EC; Art. 4 GDPR-Proposal) and lay down conditions under which the processing of data, defined as any operation or set of operations which is performed upon personal data, is lawful (Art. 2, 5 ff. of Directive 95/46/EC; Art. 2, 5 ff. GDPR-Proposal).

It is only owing to this ontic concept of information and data that the protected interest can be formulated analogously to the concept of property, namely as the right of disposal over processing of personal data carried out by others. The idea of informational self-determination as the exercise of individual control over data or information can be found throughout data protection law.

As the individual’s authority to decide about any processing of personal data is protected, every step in processing personal data requires either consent or a legal basis. Both German and European data protection law include the principle that, apart from their legitimate use with a person’s consent, personal data must not be processed in the absence of a legal basis (§ 4 I BDSG, Art. 8 II 1 EU Charter, Art. 7 of Directive 95/46/EC). This basis has to permit, in sufficiently precise form, such processing for legitimate purposes. Explicit purposes are to be specified for data processing in advance (§§ 4 III, 13, 14 I, 15 I, 16 I BDSG; Art. 8 II 1 EU Charter, Art. 6 (b) of Directive 95/46/EC, Art. 5 (b) GDPR-Proposal). Further data processing is principally bound to these purposes or at least may not be incompatible with these purposes (§§ 14 I, II, 15 I, III, 16 I, IV BDSG; Art. 6 (b) of Directive 95/46/EC, Art. 5 (b) GDPR-Proposal). The entire approach is guided by the idea that courses of action and decision-making processes could be almost completely foreseen, planned and steered by legal means. In Germany, this has resulted in a far-reaching juridification and in a multitude of data protection laws, which, however, often simply map the data processing steps.

11.4 The Complexity of Data Protection: Analyses and Consequences

Data protection law has been in flux for some time now. Changes in basic societal and technical conditions have often been pointed out. But the issue is by no means simply one of adaptation to changes in external conditions. At a fundamental level, the patterns of thought and description used in data protection law must be reflected upon critically and reconceptualized.

This shall be explained for three points in particular: firstly, for the subject matter at hand; secondly, for the description of the protected interests; and thirdly, for the

---

32 The requirement that personal data must not be further processed in a way incompatible with the specified purposes sets lower standards than the requirement that further data processing is principally bound to the purposes specified in advance. Additionally, the meaning of “incompatible” requires interpretation. See for the functions of the principle of specifying purposes and of binding data processing to the purposes specified in advance Albers (Fn. 11), 168 ff., 498 ff.
concepts for regulation. As a result, it will emerge that in all respects data protection requires an innovative approach, is highly complex, and poses unprecedented challenges for law.

11.4.1 The Complexity of the Subject Matter: Data and Information, Knowledge and Flow of Data and Information, Decisions and Consequences of Decisions

The goal of data protection is not the protection of data but of the individuals to whom the data refer. The object of protection, then, is not the personal data per se. We must expand this isolated view by including several elements: at a basic level the element of information; in the structural dimension knowledge; in the temporal dimension the flow of data and information; and in the broader context decisions and consequences of decisions.

Concepts of “data” and “information” are described in multifarious and discipline-dependent ways. In the (social) context of data protection it is at least important to realize that data and information are not synonymous. On the contrary, they must be strictly differentiated. Data might be described as characters recorded on a data carrier, including written documents or videos as well as data digitally stored on hard drives or mobile data storage devices. Data, forms of storage, and processing operations are characterized by the various media, technologies, and networks. Due to their objectification, data can be conceived of distinctly and provide a starting point for legal regulation. Nonetheless, data are not meaningful per se, but rather as “potential information”. Their information content is not an intrinsic attribute of the data themselves. It is created only by means of interpretation in the particular context of interpretation.

Information involves meaning, and pieces of information are elements of meaning. Units of information may base on data (or on observations or communications) but data only attain meaning by being explained and interpreted by the recipient or data user who uses data to obtain information. Devising meaning depends on the individual situational conditions for interpretation as well as on the context of the knowledge and interpretation. Information is context-dependent in an elementary way. Although this insight may be well-established today, people hardly face up to the difficulties this entails for legal regulation and for a description of the object to be regulated.

33 See, for example, Floridi 2010, 19 ff.
34 See, among others, Waldo et al. 2007, 88 ff.
35 See with regard to communication Ashby 1963, 124: “The information conveyed is not an intrinsic property of the individual message.”
36 Albers 2002, 61, 67 ff. See also Bateson 1972, 315 ff.
Due to the fact that information requires interpretation, which takes place in a particular context of knowledge and interpretation and is dependent on the individual, situational conditions of interpretation, information refers to the structures and processes within which it can be created in the first place. In the structural dimension, knowledge is involved in generating information. Knowledge is founded upon texts, files, archives, registers, databases, expert systems, but also upon institutional, organizational or procedural arrangements. It makes interpretation possible, and limits the possibilities of interpretation. Knowledge is a factor and a product of the context in which handling of information and data occurs and it influences this handling inherently. Whether or not data processing poses risks to the person the data refer to also depends on the knowledge that exists or can be developed in a particular context or in a particular case. That is why data protection must also take the knowledge level into account. In the temporal dimension, the procedural character of data processing comes into play as well. Data and information are constantly generated anew and altered during processing operations. In addition, a collection of personal data reveals its social and legal meaning only when one views it along with its linkages to other data, its use, or its transfer to other agencies. For example, one can understand what it means if personal telecommunications data is stored longer than necessary for billing (in the context of data retention) only with the duties of telecommunications companies in mind to transmit personal data to the security authorities which then use the data for further investigations against the respective person.

The ways in which data and information are handled, the knowledge and the processing operations are impacted by the media, technologies, and networks employed. Whether data are stored in paper files, automated electronic files, or in network systems has an influence on, for instance, the quantity and the form of data that can be stored and easily accessed, the potentials for interlinking them, or the possibilities for transmitting data. Media, technologies, and networks can increase the dangers individuals are subject to, but can certainly also limit such vulnerability by putting technical barriers and safeguards related to data processing into place.

What matters not least is the connections between information or knowledge on the one hand and the decisions made by the public or private bodies processing the data on the other. In the end, information and knowledge serve as bases for certain decisions and actions. Such decisions have consequences. They may have an adverse effect on the person to whom the data and information refer in the form of a limitation of his/her freedom. And protection from unjustified disadvantages is one of the reasons for data protection.

38 See also Mireille Hildebrandt, Who is Profiling Who? Invisible Visibility, in: Gutwirth et. al. (Fn. 1), 239, 240 ff.
40 See BVerfGE 125, 260 (318 ff.). For a critical review of this Decision see de Vries et al. 2011, 3 ff.
As a result, data protection deals with highly complex subject matter: It is necessary to operate with the differentiation between data and information. The dimension of knowledge and the temporal dimension of data and information flow must be regarded as well as the decisions and consequences of decisions. In other words, any new concept would be misguided if it just focused on information rather than on data, and simply substituted one term for the other. On the contrary, data remains an important reference point for legal regulation. But data must be conceived of within a network of several fundamental elements and is not the only reference point. Data protection aims at regulating data processing, but precisely also at regulating the generation of information and knowledge, at influencing the decisions based on such generation, and at preventing adverse consequences for the individuals affected.

11.4.2 The Complexity of the Protected Interests of Affected Individuals

This brings us to the second point: How can we describe the protected interests of affected individuals? At the center of the legal discussion are a few very abstractly stated descriptions of legally protected goods which are related to fundamental rights: Private life or privacy\textsuperscript{41}, protection of personal data, informational self-determination. Art. 8 ECHR, the right to respect for private life\textsuperscript{42}, has been concretized to various claims against collection and storage of personal data or claims to be informed about data that refer to oneself. However, legal rulings of the European Court of Human Rights (ECtHR) unfold from case to case; the contents of what constitutes the right to respect for “private life” as a legally protected good is compiled merely casuistically.\textsuperscript{43} Looking at Art. 7 of the EU Charter\textsuperscript{44}, Art. 16 (1) of the TFEU and Art. 8 (1) of the EU Charter\textsuperscript{45} the right to respect for “private life” and the right to the “protection of personal data”—each one a very abstractly formulated legally protected good—stand side by side. To date, the European Court of Justice avoids a clear cut differentiation\textsuperscript{46} and only specifically describes objectives of protection and legally

\textsuperscript{41} For an analysis of the concept of “information privacy” in the UK see Raab and Goold (Fn. 12).
\textsuperscript{42} See Fn. 6.
\textsuperscript{43} See the references in Fn. 29.
\textsuperscript{44} See Fn. 6.
\textsuperscript{45} Art. 8 (1) of the EU Charter: “(1) Everyone has the right to the protection of personal data concerning him or her. (2) Such data must be processed fairly for specified purposes and on the basis of the consent of the person concerned or some other legitimate basis laid down by law. Everyone has the right of access to data which has been collected concerning him or her, and the right to have it rectified. (3) Compliance with these rules shall be subject to control by an independent authority.”
\textsuperscript{46} See ECJ, Rs. C-92/09 u. C-93/09, Schecke and Eifert vs. Land Hessen, http://curia.europa.eu, §§ 45 ff. The differentiation is necessary, but not easy due to the interplay between Art. 7 EU Charter in conjunction with Art. 52 (3) EU Charter, Art. 8 ECHR on the one hand and Art. 8 EU Charter on the other.
protected goods to a very limited extent. The Federal Constitutional Court focuses on the “informational self-determination” derived from Art. 2 in conjunction with Art. 1 GG as a legally protected good. Just as well, German academic approaches have long been centered on patterns of thought such as informational self-determination, authority to decide about processing of personal data, and individual control. In recent years, there has been some movement, and a new discussion regarding the rights which data protection should safeguard has commenced. One widespread criticism argues that control is simply not possible because of the factual circumstances and the conditions of the internet. But the approach taken by this criticism is not sufficiently profound. The idea of control over one’s own data fails not only because it would no longer be practicable. It fails because it does not fit the subject matter to be protected. A reconceptualization is needed which leaves the classic concept of basic rights behind. The interests which data protection is to safeguard cannot be grasped using an individualistic perspective; a multidimensional understanding of fundamental rights is required; and as a result, data protection includes a bundle of rights which must be described in a new way.

11.4.2.1 From Individualistic Patterns to the Protection of the Individual in Sociality

Protection of fundamental rights in terms of the way government agencies or other private parties handle personal information and data is different from the legally protected good in the traditional understanding of fundamental rights. It is true that a holder of fundamental rights exists. But the object of protection is not the holder’s freedom of decision or of action, which would be impaired by state intervention. Instead—as the analysis of the subject matter has just demonstrated—the holder is to be protected in terms of personal information and data, which are generated and processed by others in particular contexts. Government agencies or other private bodies are structurally involved in this, due to the mere fact that data and information must be interpreted. Personal information or data cannot be assigned to the person in question like an object belonging to him or her.47 Individualistic patterns of assignment fall short.

Reasoning why and to what extent the person in question is to be protected must rather stem from a supraindividual perspective, namely by taking a categorizing view of the context and of adverse consequences that are to be expected with regard to the person to whom data, information and knowledge refer. The fact alone that a piece of data refers to a person does not yet predicate a person’s need for protection. The need for protection arises in particular in relation to negative effects of handling the personal data and the information gained from it. Legally protected goods and encroaching mechanisms require their own separate patterns of description. In addition, protection directed solely at defending against and refraining from processing personal data is insufficient. The person protected may also be interested in personal

data being made available so that an agency has the information at its disposal which it needs for a correct decision. And it is just as important that the person affected is informed about processing of personal data and information and can influence it. Hence, individuals need not only defensive rights, but also rights to know, to obtain information, to participate, and to exert influence. The subject matter to be protected by data protection based on fundamental rights must therefore be designed differently and be more diverse than the legally protected goods in terms of the "classical" concept of fundamental rights and the "classical" concept of protection against encroachments. Appropriate data protection requires a more sophisticated conception of fundamental rights.

11.4.2.2 The Necessity of Building Upon a Multidimensional Understanding of Fundamental Rights

Extensions of the functions of the fundamental rights and of the scope of their protection which go beyond the traditional understanding of fundamental rights are recognized in principle by now. Modern codifications, for example the EU Charter of Fundamental Rights, reflect the diversity of dimensions of protection in their catalogs of fundamental rights. The German Federal Constitutional Court has derived positive obligations of the State, for example obligations to provide for the minimum income needed to exist and especially the state’s duty to protect (Schutzpflicht) as well as the so-called “Drittwirkung” by which fundamental rights indirectly influence the legal relationships between private persons. Nevertheless, the court rulings of the Federal Constitutional Court, the European Court of Human Rights, and the European Court of Justice are tentative in this regard. Protection against encroachments is still considered the primary dimension of protection in fundamental rights. That is one of the reasons why, in the case of data protection, the protected interests are shaped likewise a property right. Doctrinal reasons are also evident with regard to the rather hesitant acknowledgement of fundamental rights of access to personal data or of institutional guarantees. In scholarly debates, the foundations, the extent and the details of the further dimensions of fundamental rights’ protection beyond the traditional understanding are the subject of heated controversy.

48 See, for example, Art. 14, Art. 27 ff. EU Charter.
49 In Germany, the first Senate Decision of the FCC which fundamentally derived rights to know not only from the guarantee to access to the courts, Art. 19 (4) GG, but from Art. 2 (1) in conjunction with Art. 1 (1) GG was not earlier than in 2008, see BVerfGE 120, 351 (362 f.); prior to that see BVerfG (Chamber Decision), NJW 2006, 1116 (1117 ff.). The ECtHR has recognised rights to access to personal files and to obtain information earlier, however, mostly in special cases, see for the rights of persons to receive the information necessary to understand their childhood and development Gaskin vs. United Kingdom, Judgment of 7 July 1989, Application No. 10454/83, for the right of access to health-related (not necessarily personal) data ECtHR, McGinley and Evans vs. UK, Judgment of 9 June 1998, Application Nos. 21825/93, 23414/94 —, Rn. 98 ff; see also ECtHR, Segerstedt-Wiberg, Judgment of 6 July 2006, Application No. 62323/00—, Rn. 99 ff. The Court argues cautiously: “Although the object of Article 8 is essentially that of protecting the individual against arbitrary interference by the public authorities, it does not merely compel the State to abstain from such interference; in addition to this primarily negative undertaking, there may be positive obligations inherent in effective respect for private or family life. In determining whether or not
However, the abstract guarantees of fundamental rights are open to interpretation and permit to elaborate diverse dimensions of protection. The classical understanding is a concept which is too narrow and has dysfunctional prerequisites and limitations. Fundamental rights are not only about protection against encroachments, but also about rights to know and to obtain information, about rights to participate and to influence decisions, about rights to be protected by the state, or about institutional guarantees. As individualistic patterns of assignment and the idea of control over one's own data fall short and as the subject matter to be protected is multifarious, data protection has to base upon the further development of the functions and the contents of fundamental rights.

11.4.2.3 The Bundle of Protected Interests

“Data protection” is a rather vague concept. Some scholars emphasize that data protection simply describes the tool for safeguarding legally protected freedoms like autonomy or freedom of decision. Others assume that it points to the good or goods to be protected. It could also be understood as covering both: the means of protection and, as an umbrella term, the legally protected interests. Anyway, when it comes to the goods to be protected, data protection should not be understood as a merely instrumental concept which protects other freedoms known from the traditional concept. Instead, it is necessary to leave behind the descriptions using an individualistic approach, to wit: self-determination, freedom of decision, property. The interests to be protected should be designed so that they gain their meaning when the sociality of the individual in question is taken into account. This is responsive to the subject matter elucidated above: data, information, knowledge. Hence, data protection is about protection from the creation of personality profiles, protection of a person’s reputation, protection from stigmatization and discrimination, protection of normative justified expectations of privacy, protection against identity theft, protection against surveillance and protection of contextual integrity. These examples illustrate that data protection does not encompass a uniform legally protected good. On the contrary, there are complex and manifold interests that are to be protected. Their wide range and contextual dependencies have already been worked out in the context of the “privacy” debates in the US, for example by Daniel Solove and Helen Nissenbaum, among others.
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such a positive obligation exists, the Court will have regard to the fair balance that has to be struck between the general interest of the community and the competing interests of the individual, or individuals, concerned [...]” (McGinley and Evan vs. UK, Judgment of 9 June 1998, Application Nos. 21825/93, 23414/94—, Rn. 98).


51 The fundamental right to the guarantee of the confidentiality and integrity of information technology systems which has been derived from Art. 2 in conjunction with Art. 1 GG by the Federal Constitutional Court in 2008—BVerfGE 120, 274—points in the right direction, but it should be understood merely as a part of data protection.

A closer analysis reveals that the dangers posed by processing of personal data and information and the needs for protection that data protection responds to have been identified at different levels.\textsuperscript{53} At a basic level, the crucial problem centers on information and data processing that is all-encompassing, unlimited, and not transparent. As long as one is confronted with a situation of this kind, then no suitable estimate can be made in what contexts what information is being generated and how such information is being used or what negative consequences individuals will have to face in specific constellations. This problem of unlimited and intransparent data processing must be countered by legal regulation providing basal limits and transparency. Only on this basis is it possible to work out interests to be protected which exist in quite specific contexts due to quite specific disadvantages.

At the basic level, Orwell's "Big Brother,"\textsuperscript{54} Bentham's "Panopticon,"\textsuperscript{55} and Kafka's "The Trial"\textsuperscript{56} might be illustrative as widely known, culturally anchored metaphors that—although these narratives are of course rooted in quite different contexts—take up different facets of the dangers just mentioned above. Daniel Solove has pointed out that the "Big Brother metaphor is definitely effective at capturing certain privacy problems"\textsuperscript{57} but that it is the Kafka metaphor which captures those elements of threats to privacy which deal with certain data collection and circulation by others or other entities "without having any say in the process, without knowing who has what information, what purposes or motives those entities have or what will be done with that information in the future."\textsuperscript{58} This illustrates that, at the basic level, there are already multifarious problems data protection shall counteract. Speaking legally, they are not solved by merely assigning an individual right to control personal data to the data subject. In keeping with the dangers to liberty, duties of the legislative branch and requirements of legal regulation are necessary. The legislation must regulate data processing in an appropriate way and safeguard that handling personal information and data does not take place in an unrestricted, unlimited, and intransparent way as well as it has to ensure that the individuals affected have the possibility to obtain sufficient knowledge about and sufficient influence on processing of personal data and information. At this level the state is anything but kept out.

At a second concrete level, it is about individual and specific interests to be protected, which arise for the affected person in concrete contexts in terms of adverse consequences. The capability to describe the dangers as well as the specific interests to be protected at this second level requires that basic regulation occur at the first level. An example is the problem of the domestic intelligence service monitoring a public meeting, with negative consequences for the freedom of assembly. Another example is the protection of individuals from media intrusion by publishing personal data or pictures. At this level, rights as protection against encroachments are applicable.

\textsuperscript{53} See Albers (Fn. 11), 353 ff.
\textsuperscript{54} Orwell 2008.
\textsuperscript{55} Bentham 1995, 29 ff.
\textsuperscript{56} Kafka 2002.
\textsuperscript{57} Solove 2001, 1393, 1399.
\textsuperscript{58} Solove (Fn. 57), 1426.
Nevertheless, duties to protect have to be derived, too, as well as an overall concept beyond traditional approaches is necessary.

The result shows that data protection outlines a complex bundle of interests worthy of protection. Data protection bases upon a multi-dimensional understanding of fundamental rights and requires entirely new descriptions of the protected interests: in place of legally protected goods conceived of in an individualistic way, it is about individual legal positions in sociality, or, in other words: the individual’s social positions to be protected by fundamental rights. The bundle of protected interests and positions must still be worked out in greater detail and will also have to be dynamically adapted time and again to new dangers.

11.4.3 The Complexity of Appropriate Concepts for Regulation

The third point section of this paper shall demonstrate how complex appropriate concepts for regulation must be. To date, concepts are still characterized by the image of central mainframe computers that process data using programs in a predefined sequence. Legally, informational self-determination as the good to be protected and the reservation allowing legal regulation lead to the idea that every step in processing personal data must be justified by consent or legally regulated by means of a basis in law. But meanwhile, the pitfalls of consent are recognized as well as the multitude of laws is more and more criticized as a flood of legislation. More problematic than the quantity of laws is that the regulations often simply map the data processing steps and that the approach is characterized by the belief in planning prevalent in the last century when people were convinced that it was possible to regulate things precisely using legal means.59

However, fundamental rights as basis of data protection do not result in being forced to understand laws against the backdrop of their traditional role. As well as allowing the development of new legally protected goods, fundamental rights permit a multidimensional understanding of the reservations and of regulations. Legal norms do not only limit freedoms. They can also create freedoms in the first place, make them concrete, and influence their social conditions and prerequisites. Data protection law must be founded on the diverse functions and diverse forms of law. Regulation concepts must include a wide range of constituent elements, which utilize the entire spectrum of legal forms and instruments. They are therefore complex on their own terms and in addition, they have to be interwoven. Further factors make clear how challenging appropriate data protection laws are.

59 For new challenges with regard to ubiquitous computing which affects the current principles of data protection see Cas (Fn. 1), 139, 141 ff.
11.4.3.1 A Wide Range of Regulation Elements

Rather than merely steering the steps of processing data, appropriate regulation concepts require many different elements. Regulation of data processing stages will still play an important part in the future. This form of regulation is, however, supplemented and augmented by other constituent elements: data protection through system design, data protection through the development and use of technology, organizational and procedural precautions, expanded functions of data protection officers, or quality assurance mechanisms such as data protection audits. In addition, there is a variety of affected individuals' rights to know, to obtain information, to participate and exert influence. The fact that data protection law includes a large number of constituent elements is generally recognized by now. But up to the present, elements of different origins have tended to exist side by side. In the future, they must dovetail and be interwoven appropriately. This is an ambitious task. Moreover, the constituent elements are rather complex themselves and call for highly varied instruments. This can be exemplified by data protection through system design, by data protection through technology and by individual rights to information.

Data protection through system design refers to a level preceding regulation of the steps of data processing. In summarizing broad discussions, it can be described as "data protection functionality incorporated into systems and procedures". The leading idea is that regulating the steps of data processing is not sufficient because data processing takes place within certain social systems, within organizational structures and procedures and under specific technical conditions. This predetermined context influences which and how many personal data is needed, how long data has to be stored, how many people have access to them and how transparent data processing is. Therefore, the legal regulation and shaping of this context prior to the subsequent processing of data and information is not less important than the regulation of the data processing operations. That makes also clear that "system design" does not refer solely to technical systems or procedures; organizational structures or decision procedures have to be taken into consideration as well. Hence, data protection through system design aims at the legal shaping of the social, organizational, procedural and technical contexts in which personal data and information are handled. It has a broad scope: from the shaping of administrative competences to which data processing operations are oriented, to organizational and procedural approaches, to the technical setup of data processing equipment. Understood in this way, data protection through system design is an evidently ambitious task to fulfill.

The German Federal Data Protection Act, for example, attempts to realize it by the general principle of data avoidance and data minimization (§ 3a BDSG): Systems shall be designed in a way that as few personal data are needed as possible. Whether these principles really make sense as overall principles is contested. This points to
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60 Köhntopp 2001, 55, 56.
61 See also Point 4.1 of this chapter.
62 The scholarly elaborations are heterogeneous in this respect.
63 More closely Albers (Fn. 37), Rn. 106 ff.
the difficulty that the realization of data protection through system design depends on a—not yet achieved64—clear and convincing elaboration of protection objectives and protected interests. All in all, system design as regulation element takes data protection law beyond the traditional patterns of regulatory law.

Whilst the social risks of mainframe computing systems and data processing technologies once were the reason for developing data protection concepts, technologies in the meantime are considered to be also a tool for realizing data protection. Privacy friendly or privacy enhancing technologies play an important role both in European and in national law.65 But data protection through technology places high demands on law. The first problem is that it has to be ensured that technology with which the normative standards for the handling of personal information and data can be fulfilled is available at all. Technological developments cannot be commanded. Indirect incentives and mechanisms for exerting influence must be drawn upon, e.g. giving financial support, institutionalizing bodies or procedures for developing privacy friendly technologies or issuing quality seals and product certificates. These "soft law"-instruments might influence technology development but their influence is limited. Assumed that applicable technologies are available data protection through technology shaping defines requirements for the selection, use, and configuration of data processing networks, systems, programs, or storage media. In advance of concrete processing operations, these requirements are to ensure that normative rules are already technically established or can at least be fulfilled. Data protection through technology shaping overlaps with data protection through system design. It includes, for example, requiring data protection-friendly default settings. Data protection through the use of technology encompasses requirements of the forms of technology that accompany and secure the regulation of the steps of data processing, for instance the obligation to use encryption procedures when transmitting data. Just as data protection through system design, data protection through technology development, shaping and use is an ambitious task. And just as well, it depends on clearness about protection objectives and protected interests and, including forms of "soft law" and diverse instruments, it takes data protection law beyond the traditional patterns of regulatory law.

The rights of affected persons to information about the collection and use of personal data seem to be—although they are directed towards positive actions of the state or of private persons processing personal data—rather uncomplicated. However, they fulfill different functions: They are intended to convey to the data subjects the information they need regarding what others know about them so they can orient themselves in their social environment. They open up opportunities to participate and to influence the data and the knowledge. They safeguard the possibility of legal remedies. Due to these different functions they must be guaranteed and carried out on several levels and in a variety of forms: as general information about tasks and organizational structures of authorities or bodies processing data, as duties to

64 See Point 4.2 of this chapter.
inform or duties of notification, or as rights to access to information or to documents. Additionally, the exercise of rights to information in practice depends on social and individual prerequisites, which can be influenced only indirectly by means of law.

To conclude with another regulation element, which has to be refined: Data protection cannot be guaranteed solely by mechanisms that accord the persons affected individual protection and individual redress mechanisms. Appropriate institutional guarantee mechanisms have to be established as well so that it must be decided, e.g., under which conditions they make sense and how they should be combined with individual rights and legal remedies of the data subject.

11.4.3.2 Further Characteristics of Data Protection Law

Concepts for regulation of data protection become complex not least due to the fact that data protection law must be coordinated with already existing issue-related legal norms containing, for example, tasks and competences in a particular field. A thoroughly coordination is necessary because of the close linkages between data, information, knowledge, and decisions. Data protection is not a special field of law that could stand in isolation beside the substantive fields of law. Rather, data protection law pertains to a fundamental cross-cutting dimension. The need to coordinate with the substantive provisions also points to the need to differentiate within data protection law itself. For example, one must consider the questions of when sector-specific regulations are necessary, when general regulations fit best or to what extent uniform data protection law for the public and private realms makes sense.

A number of additional factors make appropriate concepts for regulation even more challenging. In contrast to the original concepts of data protection, it is in fact not possible to readily predict the handling of personal data and information, the knowledge generated from them, and the ensuing decisions. The idea that these processes could be almost completely foreseen, planned and steered by legal means has turned out to be too simple. Processing of data and information, generating information and knowledge, coming to decisions on the basis of information and knowledge include dynamics and uncertainty at many points. This is all the more the case with a view to the use of technologies. Consequently, it is less the steering idea which characterizes or should characterize data protection law than, similar to environmental law, the idea of risk regulation.

As an innovative and highly dynamic field, data protection law needs to be, in terms of legal theory, “reflexive law” and, from a doctrinal point of view, a mixture of stability and dynamics. This is reflected, for instance, in the delegation of legislation competences, in the use of legal terms which are vague and need to be concretized, in normative references to dynamically adapted technical standards, in rules allowing for experimentation, in evaluation procedures or in other tools to ensure the capacity to learn and develop.

67 Point 4.1 of this chapter.
68 See Point 3. of this chapter.
Last but not least, data protection law cannot be understood against the background of the traditional ideas of hierarchical law implementation or enforcement. There are a number of general theoretical approaches aiming at superseding concepts of central steering by more flexible concepts of law. From a political-science point of view has been analyzed, how the substance of data protection law is made concrete by the interactions among different actors—the legislative, executive and judicial branches, data protection agencies, data users, data subjects. An appropriate normative conception has to be responsive to the interplay of actors generating and concretizing law whilst, at the same time, keeping the normative perspective. All in all, data protection law proves to be a field of law in which new approaches are required.

11.5 Outlook: Data Protection Law as a Central New Field of Law

In sum, data protection law is a new, highly complex field of law in which a considerable amount of elaboration must still be carried out regarding its subject matter, the interests protected and appropriate concepts for regulation. Elaborating the law also depends on insights from other disciplines, for example the social sciences, the technological sciences, or information science. All this makes studying data protection law so exciting.
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